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Klju¢éni nalazi

Ova publikacija razmatra pravni okvir i praksu primene Zakona o tajnosti podataka u
Republici Srbiji. lako je Zakon o tajnosti podataka usvojen 2009. sa ciliem uspostavljanja
jedinstvenog i savremenog sistema zaStite tajnih podataka, nalazi ove analize ukazuju da
ovaj sistem ni nakon petnaest godina primene nije funkcionalno zaokruzen.

Normativni okvir karakteriSu neprecizno i presSiroko definisani pojmovi, nedovoljno jasni
kriterijumi za klasifikaciju, kao i izostanak mehanizma za delotvoran nadzor nad primenom
Zakona o tajnosti podataka. Poseban problem predstavljaju kaznene odredbe, koje
nezakonito oznacCavanje podataka kao tajnih i zloupotrebe u postupku klasifikacije ne
prepoznaju kao povrede jednake teZine onima koje se odnose na neovlaséeno odavanje
tajnih podataka. U vaZze¢em pravnom okviru u potpunosti izostaju kriviéne ili druge ozbiljnije
pravne posledice za organe ili pojedince koji nezakonito, neopravdano ili zloupotrebom
ovlaséenja proglasavaju podatke tajnim, iako takvo postupanje moZe proizvesti podjednako
teSke posledice po drZzavne interese.

Dodatni strukturni nedostatak Zakona ogleda se u Cinjenici da je znaCajan deo zakonske
materije prepuSten uredenju kroz podzakonska akta. Time se klju¢ni elementi sistema
tajnosti, ukljucujuci kriterijume za klasifikaciju i postupke kontrole, izmeStaju iz zakonskog
okvira u akte izvr$ne vlasti, ¢ime se onemogucava participacija javnosti i zakonodavno-
kontrolna uloga Narodne skupStine, Sto moZe negativno uticati na pravnu sigurnost,
transparentnost i demokratski nadzor nad ovom oblascu.

Nadzor nad primenom Zakona pokazao se kao najslabija karika sistema. Ministarstvo
pravde, koje je zakonom odredeno kao klju¢ni nadzorni organ, u praksi ve¢ godinama ne
sprovodi nadzor.

Sudska i prekrsajna praksa u ovoj oblasti gotovo da ne postoji. Podaci prikupljeni od
prekrsajnih sudova ukazuju da se postupci po osnovu povreda Zakona o tajnosti podataka
ne vode, iako zakon propisuje Sirok spektar prekrsaja. Kriviéni postupci su izuzetno retki, a
izreCene kazne preteZzno blage, Sto dodatno potvrduje nefunkcionalnost sistema
sankcionisanja.

U takvom institucionalnom kontekstu, jedini stvarni mehanizam kontrole nad prekomernom
tajnoS¢u ostaje Zalbeni postupak pred Poverenikom za informacije od javnog znacaja i
zaStitu podataka o licnosti. Medutim, praksa Poverenika ne obezbeduje uvek delotvornu i
blagovremenu zastitu prava na pristup informacijama. Zalbeni postupci &esto traju
mesecima, pa i godinama.
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Konaéno, dodatni problem predstavlja Sirenje rezima tajnosti kroz sektorske zakone,
narocito u oblasti bezbednosti. Uvodenjem posebnih pravila i izuzetaka kroz sektorske
propise narusava se jedinstvenost sistema zaStite tajnih podataka i dodatno suZava prostor

za javni nadzor nad radom institucija.
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Uvod

Preispitivanje efekata primene Zakona o tajnosti podataka, koji je u primeni od 1. januara
2010, neophodno je kako zbog njegovog znacaja za ostvarivanje prava na slobodan pristup
informacijama, tako i zbog obezbedivanja opsSte pravne sigurnosti i zastite bezbednosnih
interesa drzave. Ne moze se zanemariti ¢injenica da odsustvo rezultata koji su od ovog
zakona ocekivani ve¢ duze vreme ukazuje na duboke probleme u nacinu na koji se sistem
tajnosti primenjuje u praksi.

Zakon o tajnosti podataka predstavlja prvi pokuSaj da se u Srbiji na sveobuhvatan i
centralizovan nacin uredi oblast klasifikacije i zaStite tajnih podataka. Njegove ambicije bile
su visoke, ali istovremeno i teSko ostvarive: trebalo je prevazi¢i dotadasnju decentralizaciju
i neujednacene kriterijume koji su postojali u razliCitim delovima drZzavne uprave, raskinuti
sa nasledem komunistickog perioda u kojem su ovlasc¢enja bezbednosnih sluzbi bila Siroka,
nejasna i slabo kontrolisana, te usmeriti drzavne institucije ka savremenim demokratskim
standardima kojima je Srbija u prvoj deceniji XXI veka tezila.

Cilj analize koja je pred vama tezi da omogucéi Sto sveobuhvatnije sagledavanje primene
Zakona o tajnosti podataka i povezanih propisa, kao i da identifikuje klju¢ne izazove u praksi.
Ovakav pregled posebno je vazan u svetlu nedavne najave Ministarstva pravde' da je
formirana radna grupa za izmenu Zakona o tajnosti podataka, S$to analizu Ccini
pravovremenim doprinosom buduéem reformskom procesu.

Analiza se, najpre, bavi normativnim okvirom, nac¢inom na koji je Zakon o tajnosti podataka
postavljen, njegovim osnovnim institutima, kriterijumima za oznacavanje podataka kao
tajnih, pitanjem nadzora i sankcija za krSenje zakona. U okviru ovog dela razmatraju se i
kljuéne nedorecenosti, neuskladenosti i pravne praznine koje su tokom godina stvorile
znacajne probleme u primeni zakona.

Drugo poglavlje usmereno je na odnos Zakona o tajnosti podatakaiZakona o slobodnom
pristupu informacijama od javnog znacaja. Tajnost podataka i pravo na pristup
informacijama od javnog znacCaja Cesto se posmatraju kao suprotstavljeni interesi. U
uredenom demokratskom druStvu ovi interesi nisu suprotstavljeni ve¢ ih mozemo
posmatrati kao komplementarne. Pored navedenih interesa, sa razvojem svesti i pravnog
okvira, pojavljuje se i interes zaStite privatnosti gradana, koji zajedno sa prethodna dva ¢Cini

1 Ova informacija dobijena je kao odgovor na zahtev za pristup informacijama od javnog znacaja. Zahtev Partnera Srbija,
kao i odgovor mozete pogledati na slede¢im linkovima:

Zahtev za pristup informacijama od javnog znacaja: https://foi.partners-serbia.org/wp-

content/uploads/prilog 310/Zahtev%20za%20pristup%20informacijama%200d%20javnog%?20zna%C4%8Daja%20Pa
rtneri%?20Srbija.pdf

Ministarstvo pravde odgovor: https://foi.partners-serbia.org/wp-

content/uploads/prilog 310/0dgovor%20Ministarstvo%20pravde.pdf
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okosnicu prilikom uredivanja upravljanja informacijama. U okviru ovog poglavlja kroz praksu
postupanja Poverenika za informacije od javhog znacaja i zaStitu podataka o liCnosti
pokusano je predstavljanje balansa izmedu prava javnosti da zna i tajnosti podataka.

Trece poglavlje ove publikacije analizira praksu prekrsajnih i visih sudova u cilju
preispitivanje politike sankcionisanja za kr§enja Zakona o tajnosti podataka.

Cetvrto poglavlje pruza pregled prakse Evropskog suda za ljudska prava u cilju
priblizavanja i boljeg razumevanja evropskih standarda u pogledu pronalazenja ravnoteze
izmedu zastite interesa nacionalne bezbednosti i prava javnosti da zna.

Peto poglavije donosi pregled uticaja nedostupnosti informacija na rad organizacija
civilnog drustva i istrazivackih novinara, zasnovano na intervjuima i konsultativhim
sastancima. U ovom delu su predstavljena iskustva i izazovi civilnog drustva i istrazivackih
novinara prilikom prikupljanja informacija o radu organa javne vlasti.

Na kraju, analiza identifikuje kljuche preporuke za unapredenje zakonskog i
institucionalnog okvira.

Nadamo se da ova analiza moze da doprinese unapredenju zakonskog okvira u procesu
reforme Zakona o tajnosti podataka, ali i u svakodnevnoj praksi organa javne vlasti pri
odlucivanju o zahtevima za pristup informacijama od javnog znacCaja. Partneri Srbija ostaju
otvoreni za sugestije i predloge, i posvecéeni saradnji sa institucijama, civilnim drustvom i
stru¢nom javnoscu.
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Pravni okvir

Tajnost podataka posmatrana u smislu obaveze da se ogranici pristup podacima od interesa
za nacionalnu i javnu bezbednost, odbranu, unutrasnje i spoljne poslove Republike Srbije
treba da se odnosi na ograniCene i jasnim kriterijumima utvrdene setove podataka Cijim bi
javnim objavljivanjem mogle da nastanu ozbiljne/ teSke posledice po gorenavedene
interese. ,,Klasifikacija podataka prema nivou osetljivosti i rizika koji njihovo obelodanjivanje
moze doneti omogucava stvaranje bezbednosnih mehanizama koji Stite kako nacionalne
interese, tako i privatnost gradana. Informacije kvalifikovane kao ,Sticene“ ili ,tajne“
najcesSée se odnose na nacionalnu bezbednost, ekonomsku stabilnost ili licne podatke
pojedinaca, zbog Cega je njihova obrada strogo regulisana propisima i bezbednosnim
procedurama.”?

Tajni podaci predstavljaju podatke koji imaju znac€aj za nacionalnu bezbednost, odbranu,
spoljnu politiku ili druge vitalne interese Republike Srbije. Podaci od javnog znacaja su
podaci koji se odnose na rad ili su nastali u vezi sa radom organa javne vlasti. Podaci o
licnosti su podaci koji se odnose na fizicka lica (gradane) a pomocu kojih identitet lica moze
biti odreden ili odrediv, neposredno ili posredno.

Svi ovi interesi uredeni su u Republici Srbiji, kao i u ve¢em delu sveta kroz zakone i druga
pravna akta. U Republici Srbiji, u sklopu priblizavanja pravnog okvira zemljama Evropske
unije, prvo je donet Zakon o slobodnom pristupu informacijama od javnog znacaja® 2004.
godine, zatim Zakon o zastiti podataka o li€nosti 2008.% koji je 2018. zamenjen novim
Zakonom?® 2018. i naposletku Zakon o tajnosti podataka® koji je usvojen 2009, ujedno i jedini
od tri koji nije menjan od usvajanja. Sa aspekta upravljanja podacima koji uzivaju poverljivost
ovde je vazno spomenuti i Zakon o zastiti poslovne tajne’ usvojen 2021.

Predmet ove analize je pre svega primena Zakona o tajnosti podataka, kao i njegov odnos sa
pravom na pristup informacijama od javhog znacaja, stoga ¢e u nastavku najvecéa paznja biti

2 Prof. dr Goran D. Mati¢, tajni podaci, javna politika i bezbednosna politika: Stubovi nacionalne bezbednosti Republike
Srbije, 2025, str. 19, https://nsa.gov.rs/extfile/sr/5031/TP,Javna%20i%20bezbednosna%?20politika-NBRS.pdf

3 Zakon o slobodnom pristupu informacijama od javnog znacaja ("SI glasnik RS", br. 120/2004, 54/2007, 104/2009,
36/2010i105/2021),

https://www.paragraf.rs /propisi/zakon o slobodnom pristupu informacijama od javnog znacaja.html

4 Zakon o zastiti podataka o licnosti ("Sluzbeni glasnik RS", br. 97/08 104 /09-dr.zakon, 68/12 -odluka US 107/12)
https://www.poverenik.rs /images/stories/dokumentacija-nova/zzpl.doc

5 Zakon o zastiti podataka o licnosti ("Sl. glasnik RS", br. 87/2018)

https://www.paragraf.rs/propisi/zakon o zastiti podataka o licnosti.html

6 Zakon o tajnosti podataka ("Sl. glasnik RS", br. 104/2009),

https://www.paragraf.rs/propisi/zakon o tajnosti podataka.html

7 Zakon o zastiti poslovne tajne ("Sl. glasnik RS", br. 53/2021)

https://www.paragraf.rs /propisi/zakon o zastiti poslovne tajne.html
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posve¢ena ovom zakonu. Zakon o zastiti podataka o licnosti, iako vazan sa aspekta
upravljanja podacima od strane organa javne vlasti, kao i Zakon o zastiti poslovne tajne, nece
biti predmet ove analize.

Zakon o tajnosti podataka

Zakon o tajnosti podataka usvojen je 2009, a njegova primena zapoceta je 01.01.2010.
godine. Sustinski je uveo jedinstven, centralizovan sistem zastite tajnih podataka u Republici
Srbiji, a u cilju uskladivanja sa standardima koji su postojali u Evropskoj uniji i NATO, kako bi
se pored ostalog, otklonile prepreke za saradnju i razmenu tajnih podataka sa drugim
drzavama i medunarodnim organizacijama.

Zakon o tajnosti podataka uspostavlja jedinstven i sveobuhvatan sistem za odredivanje,
cuvanje, koriS¢enje, razmenu i prestanak tajnosti podataka od interesa za Republiku Srbiju.
Osnovni cilj ovog zakona je da zastiti informacije koje su vazne za nacionalnu i javnu
bezbednost, odbranu, unutrasnje i spoljne poslove, kao i ustavni poredak, prava i
slobode gradana. Pored nacionalnih podataka, zakon ureduje i postupanje sa stranim
tajnim podacima koji su Srbiji povereni kroz medunarodnu saradnju. Zakon posebno definisSe
pojmove tajnih podataka, uslove pod kojima se podatak moze klasifikovati, kao i kriterijume
na osnovu kojih se odreduje stepen tajnosti. Tajni podaci mogu biti oznaceni jednim od Cetiri
stepena tajnosti®:

+ Drzavna tajna - koji se odreduje radi sprecavanja nastanka neotklonjive teske Stete
po interese Republike Srbije.

+» Strogo poverljivo - koji se odreduje radi spreCavanja nastanka teske Stete po interese
Republike Srbije.

% Poverljivo - koji se odreduje radi spreCavanja nastanka Stete po interese Republike
Srbije.

+» Interno - koji se odreduje radi spre¢avanja nastanka Stete za rad, odnosno obavljanje
zadataka i poslova organa javne vlasti koji ih je odredio.

Rokovi Guvanja zavise od stepena tajnosti i kreéu se od dve godine za najnizi stepen do
trideset godina za najviSi, uz mogucnost produzenja u izuzetnim okolnostima. Tajnost
prestaje istekom roka, nastupanjem odredenog dogadaja, opozivom ili ako su razlozi za
tajnost prestali.

8 Clan 14. Zakona o tajnosti podataka: https://www.paragraf.rs/propisi/zakon o tajnosti podataka.html
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Ovlaséenja za odredivanje stepena tajnosti imaju najviSi drzavni funkcioneri, poput
predsednika Republike, predsednika Narodne skupStine i predsednika Vlade, kao i
rukovodiociorgana javne vlastii posebno ovlas¢eni funkcioneriizaposleni. Svaki organ javne
vlasti odgovoran je za sprovodenje mera zastite, ukljucujucifizicko-tehnicke mere, IT i kripto-
zasStitu, odredivanje posebnih bezbednosnih zona i organizovanje obuke zaposlenih. Pored
toga, rukovalac tajnim podacima ima duznost da preduzima sve organizacione i tehnicke
mere radi spre¢avanja neovlaséenog pristupa, gubitka i otkrivanja podataka.

Posebno znacajne uloge u primeni Zakona imaju Kancelarija Saveta za nacionalnu
bezbednost i zastitu tajnih podataka i Ministarstvo pravde, o ¢emu ¢e biti viSe reci u delu
analize o nadzoru nad sprovodenjem zakona.

Najvisi drzavni funkcioneriimaju pravo pristupa tajnim podacima bez sertifikata, dok ostalim
licima pristup moze biti omoguéen samo uz posedovanje odgovarajuceg sertifikata.
Sertifikate izdaje Kancelarija Saveta za nacionalnu bezbednost i zastitu tajnih podataka,
nakon sprovedene bezbednosne provere koju vrSi nadlezni bezbednosni organ, najcesScée
Bezbednosno-informativna agencija ili Ministarstvo unutrasnjih poslova. Bezbednosna
provera moze biti osnovna, potpuna ili posebna, u zavisnosti od stepena tajnosti podataka
za koje se trazi pristup. Pristup stranim tajnim podacima ureden je medunarodnim
sporazumima i posebnim procedurama, a Kancelarija Saveta vodi centralni registar stranih
tajnih podataka i vrSi razmenu sa medunarodnim partnerima.

Nadzor nad sprovodenjem zakona poveren je Ministarstvu pravde, koje treba da prati
celokupno stanje u oblasti zaStite tajnih podataka, kontroliSe primenu kriterijuma za
oznacavanje tajnosti, predlaze i priprema propise, daje misljenja i preduzima mere u slucaju
utvrdenih nepravilnosti. Ministarstvo je ovlaséeno da podnosi krivicne prijave i pokrece
prekrSajne postupke kada organi javne vlasti ne postupaju u skladu sa zakonom.

Ministarstvo pravde ima obavezu i podnoSenja godiSnjih izveStaja o aktivhostima u
sprovodenju i kontroli primene ovog zakona odboru Narodne skupstine nadleznom za nadzor

i kontrolu u oblasti odbrane i bezbednosti.

Zakon predvida i sankcije za povrede i krSenje zakona, koje mogu biti krivicne i prekrsajne.
Organijavne vlasti odgovaraju za brojne povrede, kao Sto su nepropisno odredivanje stepena
tajnosti, nesprovodenje periodi¢ne provere opravdanosti tajnosti, kao i nepostojanje
propisanih mera zastite. Rukovalac tajnim podacima koji ne preduzima potrebne mere
zaStite moze biti kaznjen novéanom kaznom od 5.000 do 50.000 dinara, dok je za teza krSenja
Zakona predvidena krivicna odgovornost i zatvorske kazne u rasponu od 3 meseca do 15
godina.
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Uskladivanje sa EU i medunarodna razmena tajnih podataka

DonoSenje Zakona o tajnosti podataka bio je preduslov da Republika Srbija 2011. potpiSe
sporazum sa Evropskom unijom o bezbednosnim procedurama za razmenu i zastitu tajnih
podataka.® Sporazumom se definiSu bezbednosne procedure za razmenu i zastitu tajnih
podataka sa EU, a odnosi se na tajne podatke ili materijale u bilo kom obliku i iz bilo koje
oblasti koje Srbija i EU dostavljaju ili razmenjuju. Ovaj sporazum je i dalje na snazi, a u
izveStajima Evropske Komisije za 2024. i 2025. se povodom ovoga samo konstatuje da ,,Kad
je re¢ o0 merama za zasStitu tajnosti, Srbija je nastavila da sprovodi svoj Sporazum sa EU o
bezbednosnim procedurama za razmenu i zastitu informacija sa oznakom tajnosti.”°

Srbija je 2008. potpisala i Sporazum sa organizacijom Severnoatlantskog pakta (NATO) o
bezbednosti informacija i kodeksa o postupanju, koji je potvrden u Narodnoj Skupstini tek
2011. Njime se, kao i sporazumom sa EU, ustanovljavaju najopstije obaveze strana
potpishica u vezi sa razmenom i rukovanjem osetljivim, odnosno poverljivim podacima.

U prethodnim godinama, Srbija je potpisala i slicne bilateralne sporazume sa Slovackom,
Bugarskom, Ceskom, Slovenijom, Bosnom i Hercegovinom, Severnom Makedonijom,
Rusijom, Poljskom, Francuskom, Spanijom i drugima."’

Imajucdi u vidu, da veéina dokumenata i izveStaja koje drzava izraduje za potrebe pristupanja
EU nisu javno dostupni, teSko je oceniti u kojoj meri je Srbija uskladena sa standardima EU
u ovoj oblasti.

Povlacec¢i paralele sa drugim sektorima, moguce je zakljuciti da je i u oblasti tajnosti,
neophodno dodatno usaglasavanje sa medunarodnim standardima koji se ubrzano
menjaju u eri digitalizacije, jaCanje kadrova radi primene novih standarda, i digitalno
unapredivanje procesa rada.

Iz naucnog rada direktora Kancelarije Saveta bezbednosti i zaStite tajnih podataka o
trendovima u oblasti bezbednosnih provera pripadnika Ministarstva unutrasnjih poslova
(MUP), a u kontekstu sprovodenja Zakona o tajnosti podataka mogu se posredno utvrditi i
kapaciteti drzavnih organa u ovoj oblasti. Ovaj rad konstatuje da medunarodna saradnja i
potreba za dostizanjem medunarodnih standarda bitno utiCe na izmene bezbednosne

9 Na osnovu sporazuma donet je Zakon o potvrdivanju sporazuma izmedu Republike Srbije i Evropske unije o
bezbednosnim procedurama za razmenu i zastitu tajnih podataka ("Sl. glasnik RS - Medunarodni ugovori”, br. 1/2012)
http://demo.paragraf.rs/demo/combined/0ld /t/t2012 03/t03 0077.htm

10 [zvestaj Evropske komisije za Srbiju za 2024, str. 109:

https://www.mei.gov.rs /upload /documents/eu dokumenta/2024 /izvestaj 24.pdf

Izvestaj Evropske komisije za Srbiju za 2025, str 118:

11 Lista drzava sa kojima je potpisan sporazum, nalazi se na sajtu Kancelarija saveta za nacionalnu bezbednost i zastitu
tajnih podataka: https://nsa.gov.rs/tekst/sr/81/medjunarodni-sporazumi.php
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politike i institucionalne reforme, kao i postupke bezbednosne provere. U radu se izmedu
ostalog navodi i da je medunarodna saradnja jedan od vaznijih razloga naglog skoka u broju
izdatih sertifikata za pristup i rad sa tajnim podacima.'? Kao izazovi za drzavne organe u
oblasti tajnosti, kao i sistema tajnosti navode se: nedostatak stru¢nih kadrova, nedostatak
sistemskih obuka i profesionalizacija kadrova, nejasno razgrani¢enje nadleznosti izmedu
MUP, BIA i Kancelarije Saveta za nacionalnu bezbednost i zaStitu tajnosti podataka,
nedovoljna standardizacija postupanja, nizak stepen digitalizacije, decentralizovanost
sistema i podataka, zastareli IT sistemi, nepovezanost baza podataka i ru¢na obrada
informacija.™

12 U periodu od 2019. do 2025, Kancelarija Saveta izdala je reko 18000 sertifikata za pristup tajnim podacima. Za vise
videti: prof. dr Goran Mati¢, Analiza trendova u bezbednosnim proverama pripadnika Ministarstva unutrasnjih poslova u
kontekstu sprovodenja Zakona o tajnim podacima, (2019-2024) str 126, https://scindeks-clanci.ceon.rs/data/pdf/0409-
2953/2025/0409-29532503123M.pdf

Sajt Kancelarije Saveta, izdat broj sertifikata po godinama: https://nsa.gov.rs/tekst/sr/72 /sertifikati.php

13 Za viSe videti: prof. dr Goran Mati¢, Analiza trendova u bezbednosnim proverama pripadnika Ministarstva unutrasnjih
poslova u kontekstu sprovodenja Zakona o tajnim podacima, (2019-2024): https://scindeks-
clanci.ceon.rs/data/pdf/0409-2953/2025/0409-29532503123M.pdf
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Nedostaci Zakona o tajnosti podataka i problemi u njegovoj primeni

I. Zakonski tekst je previSe sazet i oslanja se na veliki broj podzakonskih akata

lako je uobiCajeno da zakoni ne budu preopterec¢eni detaljnim procedurama, analiza
Zakona o tajnosti podataka pokazuje da je zbog nedostatka precizno definisanih normi,
pojmova i kriterijuma njegova primena u praksi znacajno otezana. Vec¢ prilikom
donoSenja ovog zakona bilo je jasno da ¢e se veliki deo materije uredivati podzakonskim
aktima, Cija je izrada unapred planirana. Medutim, ovakvo oslanjanje na sekundarno
zakonodavstvo predstavlja ozbiljnu manjkavost.

Dodatni problem jeste $to se na donosenje pojedinih podzakonskih akata ¢cekalo vise od pet
godina nakon stupanja zakona na snagu.' Ovo kasnjenje nije samo tehnicke prirode, ono je
dovelo do perioda u kome su organi javne vlasti morali da primenjuju zakon bez adekvatnih
smernica, standarda i procedura. Time je u praksi nastao vakuum u primeni, razli¢ita
tumacenja, Sto je direktno suprotno principima pravne sigurnosti i predvidivosti.

Radi ilustracije da sveobuhvatna usaglasenost sa Zakonom o tajnim podacima nikada nije

postignuta, vazno je napomenuti da je tek prilikom poslednjih izmena Krivi€nog zakonika

(koje su i dalje u toku) predloZzeno prenoSenje ¢lana 98. Zakona o tajnosti podataka, koja se

odnosi na krivicnu odgovornost, u Kriviéni zakonik.

Prekomerna razudenost normativnih akata dovodi do pravne nesigurnostiiotezava doslednu
primenu zakona, jer se kljucni elementi sistema, ukljuCujuéi kriterijume za klasifikaciju,
postupke procene i zaStite tajnih podataka, postupci interne kontrole, izmeStaju u uredbe i
pravilnike. Time se omogucava da se kroz podzakonske akte ureduje materija koja bi morala
biti u domenu zakonodavne vlasti. Ovo ujedno podriva demokratski i participativni proces
izrade javnih politika, jer donoSenje i izmena podzakonskih akata ne zahtevaju javnu
raspravu, ukljuCivanje javnosti, niti parlamentarnu raspravu, veé¢ se sprovode isklju¢ivo
voljom izvrsne vlasti.

14 Rodoljub Sabi¢, 2014, Pet godina ,primene* zakona o tajnosti podataka, Primena Zakona o tajnosti podataka, 10
najznacajnijih prepreka (zbornik radova), od str. 33 http://repozitorijum.pravnifakultet.edu.rs/314/
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Uvodenje tajnosti sektorskim zakonima

Odredbe o odnosu prema drugim zakonima posebno zakonima o bezbednosnim sluzbama,
i sektoru bezbednosti, kao i krivicnom postupku nisu sistemati¢no ,,ukrStene®, zbog Cega
dejstvo lex specialis reSenja ostavlja prostor da se preko sektorskih zakona uvodi tajnost.
Poverenik za informacije od javnog znacCaja i zaStitu podataka o licnosti podneo je u junu
2018. Ustavnom sudu predloge za ocenu ustavnosti pojedinih odredbi Zakona o odbrani i
Zakona o Bezbednosno-informativnoj agenciji, nakon izmena ovih zakona.’ Poverenik je
smatrao da su navedenim izmenama Ministarstvo odbrane, Vojska Srbije i BIA fakticki izuzeti
iz jedinstvenog sistema slobode pristupa informacijama i sistema zastite tajnih podataka,
¢ime se naruSava koherentnost pravnog okvira u ovoj oblasti.

Ovim predlozima posebno su problematizovane odredbe koje omogucavaju Vladi da, na
predlog Ministarstva odbrane, dodatno ureduje koje informacije se Stite ili iskljuéuju od
pristupa javnosti, kao i reSenja kojima se dokumenti BIA klasifikuju prema vrsti, a ne prema
sadrzini. Takva reSenja su ocenjena kao suprotna Zakonu o slobodnom pristupu
informacijama od javnog znacaja, Zakonu o tajnosti podataka i ¢lanu 51. Ustava Republike
Srbije, koji garantuje pravo na pristup informacijama u skladu sa zakonom.

Poverenik je ukazivao i na nesaglasnost pojedinih odredbi Zakona o odbrani sa Ustavom
Republike Srbije, kojim se predvida i demokratska i civilna kontrola Vojske Srbije, buduéi da
se izmenama omogucava ograni¢avanje prava javnosti da zna van zakonom propisanih
kriterijuma.

U godisnjem izveStaju Poverenika za 2019. se navodi da je incijativa za ocenu ustavnosti
odbacena.™

Pitanje prekomernog i neujednacenog Sirenja rezima tajnosti otvorilo se i u procesu izrade
novog Zakona o unutrasnjim poslovima'’. Prema jednom od poslednjih nacrta zakona u koji
su istrazivaci imali uvid, predvideno je da se ovim zakonom unapred definiSu vrste podataka
iz oblasti rada Ministarstva unutrasnjih poslova koje se smatraju tajnim. Jedno od reSenja
jeste da pravilnik o sistematizaciji radnih mesta u MUP-u bude oznacen stepenom tajnosti.

Takav pristup predstavlja dodatno odstupanje od osnovnog principa da se tajnost odreduje
na osnovu sadrzine informacije i procene Stete, a ne prema vrsti dokumenta ili oblasti rada.

15 Poverenik za informacije od javnog znacaja i zastitu podataka o licnosti, Poverenik podneo predloge za ocenu ustavnosti
Zakona o odbrani i Zakona o BIA, https://www.poverenik.rs/sr-yu/saopstenja/2881

16Poverenik za informacije od javnog znacaja i zastitu podataka o li¢nosti, Izvestaj o radu za 2019,

2018, https://www.poverenik.rs/images/stories/dokumentacija-nova/izvestajiPoverenika /2019 /Izvestajza2019lat.pdf
17 Proces izmena ovog zakona traje ve¢ nekoliko godina, tokom kojih je javno bilo dostupno vise nacrta Zakona.
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Time se dokument koji je po svojoj prirodi organizaciono-administrativni, i koji je od
neposrednog znacaja za razumevanje strukture i funkcionisanja organa, unapred izuzima iz
rezima javnih podataka.

Ovakva normativna reSenja dodatno ucvrséuju trend institucionalnog zatvaranja i stvaranja
paralelnih rezima tajnosti unutar sektora bezbednosti, ¢ime se suzava prostor za javni
nadzor nad sektorom bezbednosti i otezava primena Zakona o slobodnom pristupu
informacijama od javnog znacaja.

Il. Neprecizno i presSiroko definisanje pojma tajnog podatka i kriterijuma za
odredivanje stepena tajnosti

Jedan od kljuénih nedostataka Zakona o tajnosti podataka odnosi se na nacin na koji je
odreden pojam tajnog podatka, odnosno interes koji drzava nastoji da zastiti klasifikacijom
informacija. Zakon u ¢lanovima 1, 2, i 8. polazi od kategorije ,podatka od interesa za
Republiku Srbiju“, ali ova sintagma, iako se u zakonu ponavlja viSe puta, nigde nije
definisana. Time se ve¢ u polaznoj tacki ostavlja Sirok i nedovoljno razgrani¢en normativni
okvir za odlucivanje o tome Sta uopSte moze biti oznaceno stepenom tajnosti.

Clan 2:

tajni podatak je podatak od interesa za Republiku Srbiju koji je zakonom, drugim propisom ili
odlukom nadleZznog organa donesenom u skladu sa zakonom, odreden i oznacen odredenim
stepenom tajnosti;

Clan 8:
Podatak koji se moze odrediti kao tajni

Kao tajni podatak moZe se odrediti podatak od interesa za Republiku Srbiju Cijim bi
otkrivanjem neovlaSéenom licu nastala Steta, ako je potreba zaStite interesa Republike
Srbije preteZnija od interesa za slobodan pristup informacijama od javnog znacaja.

Podaci iz stava 1. ovog ¢lana odnose se narodito na:

1) nacionalnu bezbednost Republike Srbije, javhu bezbednost, odnosno na odbrambene,
spoljnopoliticke, bezbednosne i obavestajne poslove organa javne vlasti;

2) odnose Republike Srbije sa drugim drzavama, medunarodnim organizacijama i drugim
medunarodnim subjektima;
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3) sisteme, uredaje, projekte, planove i strukture koji su u vezi sa podacima iztac. 1) i 2) ovog
stava;

4) naucne, istraZivacke, tehnolosSke, ekonomske i finansijske poslove koji su u vezi sa
podacima iz tac. 1) i 2) ovog stava.

Zakon nabraja oblasti u kojima podatak moZe biti klasifikovan: teritorijalni integritet i
suverenost, ustavni poredak, javna i nacionalna bezbednost, odbrana, unutrasnji i spoljni
poslovi i dr, ali ne razlaze Sta tacno Cini sadrzinu tih interesa, niti daje jasne kriterijume za
odredivanje da li bi odredeno otkrivanje informacija zaista moglo proizvesti Stetu. lako
formulacija ukljucuje element Stete i obavezu balansiranja sa pravom javnosti da zna, ona je
istovremeno preopsta i ostavlja Siroku diskreciju organima da tumace kada je ,interes
drzave“ pretezniji. Ovako Siroko postavljena norma znatno odstupa od evropskih standarda
koji zahtevaju jasnu, taksativnu i predvidivu definiciju zasti¢enih interesa.

Slian problem javlja se i kod definisanja stepena tajnosti. Clan 14. Zakona propisuje &etiri
stepena (DRZAVNA TAINA, STROGO POVERLJIVO, POVERLJIVO i INTERNO) i povezuje ih sa
vrstom Stete koja bi nastala otkrivanjem informacije. Medutim, i ovde je re¢ o opstim,
nacelnim kategorijama ,teSka Steta“ ,Steta“ ,Steta za rad organa“, bez konkretnog
objasnjenja Sta ovi pojmovi obuhvataju u praksi.

Naknadna razrada ovih kriterijuma prepustena je podzakonskim aktima’®, $to dodatno slabi
jasnocu i konzistentnost sistema. lako uredbe, koje je izradila Vlada sadrze detaljnije liste
mogucih posledica (npr. ugroZavanje suvereniteta, ekonomskih interesa, aktivnosti
bezbednosnih sluzbi, medunarodne saradnje, kulturnog nasleda, finansijskog poslovanja
organa, pa ¢akinaruSavanje poverenja gradana u rad institucije), ove liste su veoma Siroke
i raznorodne da gotovo svaka informacija moze potencijalno biti oznac¢ena kao tajna.

Na primer, kriterijumi za odredivanje stepena ,,POVERLJIVO“ u uredbama obuhvataju sve od
ugrozavanja ustavnog poretka i ljudskih Zivota, preko ekonomskih interesa drzave, do
saradnje sa drugim drzavama, sudskih postupaka, aktivnosti bezbednosnih sluzbi, pa ¢ak i
,hegativan uticaj na materijalno-finansijsko poslovanje“ organa. U sferi ,INTERNO“ dovoljna
je mogucnost ,smanjenja operativnih sposobnosti organa“ ili ,naruSavanje poverenja
gradana“

Prema zakonu, stepen tajnosti ,,INTERNO“ se koristi kada bi otkrivanje informacije
izazvalo ,,Stetu za rad organa javne vlasti.“ Medutim, ovakav standard je previse Sirok i

18 Linkovi do uredbi kojima se odreduju Kkriterijumi za odredivanje stepena tajnosti dostupni su na sajtu Kancelarije saveta
za nacionalnu bezbednost i zastitu tajnosti: https://nsa.gov.rs/tekst/sr/576 /domace-zakonodavstvo.php
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neprecizan, jer Steta za rad organa ne mora nuzno predstavljati Stetu po drzavne
interese, Sto je osnovni uslov za primenu tajnosti. Takve formulacije su izuzetno
rastegljive, pa pod oznakom ,INTERNO“ moZze zavrsiti veliki broj informacija koje u
medunarodnim praksama ne potpadaju pod klasifikaciju tajnosti. Ovaj stepen tajnosti
stoga postaje mesto sudara izmedu podataka od javnhog znacaja i tajnih podataka. Rec
je o podacima koji po pravilu ne bi trebalo da budu tajni, ali ih organi ¢esto nastoje zastititi
kako bi ogranicili pristup javnosti. Zbog toga se u mnogim pravnim sistemima kategorija
»RESTRICTED® (kojoj ,INTERNO“ odgovara u NATO i EU sistemu) i ne tretira kao tajna
informacija, ve¢ kao posebna kategorija ograni¢enog pristupa.’®

Kako je upravo ovakvih podataka najviSe u svakodnevnom radu uprave, to otvara i
najveé¢e mogucénosti za zloupotrebe.

Ovakva normativna reSenja imaju nekoliko ozbiljnih posledica:

-,

» Dozvoljavaju nesrazmerno Siroku primenu Zakona o tajnosti podataka,
ukljuCujuci na informacije koje po medunarodnim standardima ne bi trebalo da budu
tajne, poput budzetskih podataka, ugovora, upravnih odluka ili statistickih
informacija.

7
*

Onemogucavaju predvidivost, jer gradani, ali ni organi javne vlasti, nemaju pouzdan
pravni kriterijum na osnovu kojeg mogu proceniti da li informacija ispunjava uslove za
klasifikaciju.

< Otezava nadzor nad opravdanosc¢u tajnosti, buduéi da nadzorni organi u praksi
treba da ocenjuju veoma neprecizne pojmove poput ,Stete po interese Republike
Srbije“ ili ,naruSavanja poverenja u rad organa.”

7
*

Narusava nacelo transparentnosti, jer Siroko definisani kriterijumi otvaraju
moguénost da se oznaka tajnosti koristi kao sredstvo prikrivanja nepravilnosti ili
izbegavanja javne kontrole.

Stoga, srpski sistem definisanja tajnih podataka i stepena tajnosti ostaje presirok,
nedovoljno precizan i zavisan od podzakonskih akata, Sto znacajno umanjuje kvalitet
normativnog okvira i povecava rizik od zloupotrebe.

19 Veljko Porobi¢, Pravni aspekti tajnosti i zastite tajnih podataka u Republici Srbiji, Univerzitet u Beogradu, Terorizam,
organizovani kriminal i bezbednost 2017.
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lll. Nadzor nad primenom zakona

Pitanje nadzora nad primenom Zakona zasigurno je najslabija karika ovog Zakona. Kroz svoj
istrazivacki rad, Partneri Srbija Cesto su isticali ovo kao glavni nedostatak Zakona o tajnosti
podataka, pre svega u delu koji se odnosi na nadzor koji treba da sprovodi Ministarstvo
pravde.

Za potrebe detaljnijeg osvrta u ovoj analizi pitanje nadzora ¢e biti raS¢lanjeno na:

Interni nadzor (Unutrasnja kontrola)
Ulogu Kancelarije Saveta
Nadzor koji treba da sprovodi Ministarstvo pravde

S 50 5

Ulogu Narodne skupstine

Interni nadzor

Zakon o tajnosti podataka predvida da je za unutraSnju kontrolu nad primenom zakona
odgovoran rukovodilac organa javne vlasti (Clan 84). Istovremeno, prema ¢lanu 9, upravo je
rukovodilac jedan od ovlasc¢enih subjekata za odredivanje tajnosti podataka, kao i za
prenosenje ovlaséenja na druga lica u organu. Time se uspostavlja sistem u kojem isto lice
koje donosi odluke o oznac¢avanju podataka stepenom tajnosti ujedno vrsi i unutrasnju
kontrolu zakonitosti i opravdanosti tih odluka.

Ovakvo reSenje otvara ozbiljan konflikt interesa: rukovodilac je istovremeno i klasifikator i
nadzornik sopstvenog postupanja. U praksito znaci da je teSko ocekivati objektivhu procenu
opravdanosti klasifikacije, a posebno identifikovanje greSaka ili zloupotreba u primeni
tajnosti. Kako zakon ne propisuje obavezu uklju¢ivanja nezavisnih ili odvojenih unutrasnjih
kontrolnih mehanizama, ovaj tip nadzora ostaje sustinski autokontrola, Sto je suprotno
medunarodnim standardima transparentnosti i odgovornosti.

Zakon nominalno predvida moguénost da se u pojedinim organima (MUP, Ministarstvo
odbrane, BIA) formiraju posebna radna mesta ili organizacione jedinice zaduzene za
unutras$nju kontrolu. Medutim, ove jedinice su deo hijerarhijske strukture istog organa i
podredene su rukovodiocu koji donosi odluke o klasifikaciji. Time se ne obezbeduje
potrebna organizaciona i funkcionalna nezavisnost kontrolnog mehanizma.

Dometi ovakve kontrole su stoga vrlo ograniceni:

< nadzor ¢esto ima formalni karakter i retko dovodi u pitanje opravdanost klasifikacije,
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< postoji visok rizik od potvrdivanja postojec¢ih odluka bez stvarnog ispitivanja njihove
zakonitosti,

< interno preispitivanje se svodi na administrativhu proveru postupka, a ne na
sustinsku kontrolu kriterijuma,

< mogucénost da unutrasnja kontrola otkrije i sankcioniSe neopravdanu ili prekomernu
klasifikaciju je objektivho mala.

Uloga Kancelarije Saveta

Kancelarija Saveta za nacionalnu bezbednost i zastitu tajnih podataka, iako formalno nema
nadzornu ulogu nad primenom Zakona o tajnosti podataka, u praksi predstavlja jedinu
instituciju koja poseduje pregled nad sistemom zastite tajnih podataka u Republici
Srbiji. Njene zakonske nadleznosti obuhvataju izdavanje bezbednosnih sertifikata i dozvola,
obezbedivanje primene standarda, sprovodenje medunarodnih obaveza, vodenje
Centralnog registra stranih tajnih podataka, koordinaciju sa stranim i medunarodnim
organima, obuku korisnika, opoziv tajnosti i niz drugih poslova koji su kljuéni za
funkcionisanje sistema.?°

Ovaj Sirok skup operativnih i tehnic¢kih nadleznosti ¢ini Kancelariju faktickim ,,évoriStem*
celokupnog rezima tajnosti podataka. Ona raspolaZe informacijama o tome koliko se i kako
klasifikuje, ko ima pristup, kako se sprovode medunarodni standardi, koji organi ispunjavaju
svoje obaveze, a gde postoje odstupanja ili greSke. Upravo zbog centralne pozicije i
jedinstvenog uvida, Kancelarija je u najboljoj poziciji da uoci sistemske nedostatke,
negativne prakse i da predlaze unapredenja.

Medutim, uprkos toj ulozi, zakon joj ne daje formalna nadzorna ovlasc¢enja. Kancelarija ne
moze kontrolisati pravilnost oznac¢avanja stepena tajnosti od strane drugih organa, ne moze
ukidati neosnovane oznake po sopstvenoj inicijativi (osim u uskim slu¢ajevima vezanim za
medunarodne obaveze), niti moze vrSiti inspekcijski nadzor nad sprovodenjem zakona.
Njena uloga je pretezno operativna, tehniCka i koordinatorska, a ne regulatorna niti
nadzorna.

To znaci da u sistemu postoji paradoks: institucija koja ima najSiri uvid u stanje u oblasti
tajnosti podataka nema ovlaséenja da uti¢e na to da se uocene nepravilnosti i zloupotrebe
zaista otklone. U praksi, Kancelarija moze ukazivati na probleme, obucavati korisnike i
predlagati mere unapredenja, ali ne i obavezati organe da otklone nedostatke ili preduzmu

20 Za viSe informacija pogledati: Prof. dr Goran D. Mati¢, Vodi¢ kroz rad Saveta za nacionalnu bezbednost,
https://nsa.gov.rs/extfile /sr/5097 /Vodic kroz%20rad KSNB .pdf
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mere korekcije. Time se ogranicava njena mogucénost da doprinese stvarnom jacanju
integriteta sistema.

Istorijski kontekst takode objasSnjava ovaj institucionalni polozaj. Kancelarija je formirana
kao struc¢na i administrativna podrSka Savetu za nacionalnu bezbednost i Birou za
koordinaciju rada sluzbi bezbednosti, Ciji je zadatak koordinacija aktivhosti bezbednosnog
sektora. Kao takva, Kancelarija je strukturirana pretezno kao operativno telo izvrsSne vlasti,
a ne kao nezavisni nadzorni organ, koji postoji u mnogim drzavama EU u razli¢itim
modalitetima (misli se na nacionalne bezbednosne institucije- National Security Authority,
skraéeno NSA).

Uporedna praksa pokazuje da u delu evropskih zemalja institucije koje imaju ulogu
ekvivalenta Kancelariji (NSA modeli u drzavama c¢lanicama EU i NATO) istovremeno
poseduju i odredeni stepen nadzornih ili regulatornih ovlasc¢enja, ukljucujuéi pravo da vrSe
kontrolu primene klasifikacije, naloze otklanjanje nepravilnosti, daju obavezujuc¢e smernice
i drugo.?

U Ceskoj, na primer, NSA vr$i kontrolu i inspekcijski nadzor nad primenom propisa o zastiti
klasifikovanih informacija, sprovodi bezbednosne provere i izdaje sertifikate, vodi
nacionalni registar klasifikovanih podataka, nalaze otklanjanje nepravilnosti i moze odrediti
mere za unapredenje sistema, i obavlja druge poslove koji spadaju u isti domen.??

Nadzor koji treba da sprovodi Ministarstvo pravde

Zakon o tajnosti podataka predvida da nadzor nad sprovodenjem zakona vrSi Ministarstvo
pravde, kojem se poverava Sirok i sustinski ambiciozno postavljen skup nadleznosti.
Ovaj organ zaduZen je da prati stanje u oblasti zaStite tajnih podataka, priprema i daje
misljenja na propise, kontroliSe primenu kriterijuma za odredivanje stepena tajnosti i
sprovodi kontrolu mera obezbedenja, obrade, kori§éenja i razmene tajnih podataka.
Ministarstvo je ovlas¢eno da vrSi nadzor bez prethodnog obavestavanja organa javne vlasti,
da nalaze mere za unapredenje zaStite, da pokrece krivicne i prekrSajne postupke zbog
povreda zakona, kao i da jednom godisSnje izveStava Narodnu skupsStinu o aktivnostima u
oblasti kontrole primene zakona. Zakon predvida i ustanovljavanje posebno ovlascéenih lica
za nadzor nad primenom Zakona o tajnosti podataka, koja prolaze bezbednosne provere i
postupaju po pravilima inspekcijskog nadzora.

21 Za viSe pogledati: Prof. dr Goran D. Mati¢, Vodic¢ kroz rad Saveta za nacionalnu bezbednost, u ovoj publikaciji je
detaljnije predstavljen odnos izmedu Saveta za nacionalnu bezbednosti, kancelarija saveta, njihovih oblas¢enja kao i
njihovih ekvivalenata u drugim drZzava sveta: https://nsa.gov.rs /extfile/sr/5097 /Vodic kroz%20rad KSNB .pdf

22 Ceski zakon o tajnosti podataka- Act N 412/2005 Coll on the Protection of Classified Information, ¢lan 143 i drugi,
https://www.nbu.cz/images/download/act on CI protection.pdf
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Na nivou normativnog dizajna, ovaj sistem izgleda snazno i delotvorno: Ministarstvo pravde
trebalo bi da bude centralna institucija koja obezbeduje zakonitost i pravilno postupanje u
celom rezimu zastite tajnih podataka. lako je formalno u Ministarstvu uspostavljena Grupa
za nadzor nad tajnosSc¢u podataka, ova organizaciona jedinica u praksi obavlja samo
normativne i proceduralne poslove (u¢estvovanje u pripremi propisa, vodenje evidencija,
pracenje stanja), ali ne vrsi sustinski inspekcijski nadzor. Vazno je istacii da ova grupaima
svega 3 zaposlena, prema Pravilniku o unutrasnjem uredenju i sistematizaciji radnih mesta
u Ministarstvu pravde iz 20232,

Ministarstvo pravde godinama ne sprovodi nadzor nad primenom Zakona o tajnosti
podataka, iako je ta obaveza eksplicitno utvrdena. U odgovorima na zahteve za pristup
informacijama od javnog znacaja koje su dobili Partneri Srbija iz 2017, 2020, 2021. i 2025,
Ministarstvo potvrduje da nadzor nije vrSen kao i ve¢ina nadleznosti iz ¢lana 97.

Kao objasnjenje za potpuniizostanak nadzora, Ministarstvo godinama navodi identicne
sistemske probleme. Prvi od njih odnosi se na navodnu nejasno¢u u pogledu odnosa
izmedu Zakona o inspekcijskom nadzoru i Zakona o tajnosti podataka, konkretno, da li se
odredbe o polaganju ispita za inspektora primenjuju i na lica koja vrSe nadzor nad tajnim
podacima i da li se ova vrsta nadzora moze smatrati ,,inspekcijom® u formalno-pravnom
smislu. Drugi navodni problem ti¢e se mogucnosti pristupa sadrzini tajnih dokumenata:
Ministarstvo tvrdi da Zakon o tajnosti podataka ne propisuje izri¢ito da ovlaséeni nadzorni
sluzbenici imaju pravo uvida u konkretne klasifikovane dokumente, te da bi nadzirani organ
mogao da uskrati taj pristup, ¢ime bi nadzor bio fakti¢ki onemogucen. Ministarstvo dodatno
ukazuje na obimnost i sloZzenost nadzora, jer bi on podrazumevao analizu velikog broja
dokumenata oznacenih razli¢itim stepenima tajnosti, kao i kontrolu njihovog celokupnog
Zivotnog ciklusa.?*

»Resenje za ova pitanja Ministarstvo pravde vidi uizmenama i dopunama Zakona o tajnosti
podataka. |z dopisa Ministarstva pravde (12.04.2021. godine), sa reSenjem o obrazovanju
posebne radne grupe (19.09.2018. godine), kao i iz godiSnjeg izveStaja o radu Kancelarije
Saveta za nacionalnu bezbednost i zastitu tajnih podataka za 2019. godinu, saznaje se da je
posebna radna grupa za pripremu radne verzije teksta Zakona o izmenama i dopunama
Zakona o tajnosti podataka, koju je obrazovalo i kojom je rukovodilo Ministarstvo pravde,
pocela sa radom 2018. godine, ali da tokom 2019. i 2020. godine sastanci ove radne grupe
nisu odrzavani, iz viSe razloga, ukljucujucéi i vanredno stanje i ukupne vanredne okolnosti
vezane za pandemiju, odnosno epidemiju veceg epidemioloSkog znaCaja zarazne bolesti
COVID-19 izazvane virusom SARS-CoV-2, kao i parlamentarne izbore, formiranje Vlade i
kadrovske promene u organima drZzavne uprave i drugim drzavnim organima, Cciji

23 Pravilnik o unutrasnjem uredenju i sistematizaciji radnih mesta u M inistarstvu pravde:
https://informator.poverenik.rs /informator?org=wfcMTJAMmby8vpZHF&ch=B7e85r4rMtMRMyzb7&code=

24 Za viSe pogledati analizu organizacije Partneri Srbija gde su predstavljeni odgovori na zahteve: Primena Zakona o
tajnosti podataka u Republici Srbiji, 2021, https://www.partners-serbia.org//public/news/primena-zakona-o-tajnosti-

podataka.pdf
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predstavnici su ¢lanovi posebne radne grupe, te da je ova posebnaradna grupa 2020. godine
fakticki prestala s radom.“? Iz odgovora (oktobar 2025) na zahtev za pristup informacijama
od javnog znacaja koji je podnet Ministarstvu pravde u okviru ovog istraZzivanja®, saznajemo
da je formirana nova radna grupa za rad na izmenama Zakona o tajnosti podataka, Ciji
sastav, mandat i dokumenti nisu javho dostupni, suprotno propisima o izradi i izmeni
zakona.

Ministarstvo pravde ne objavljuje godiSnje izveStaje o radu pa je teSko proceniti Sta je sve u
ovoj oblasti radeno da se sistem nadzora nad tajnim podacima unapredi. Ministarstvo
pravde objavljuje Informatore o radu, u kojima nema informacija o aktivhosti Ministarstva u
oblasti tajnosti podataka. Ono Sto joS viSe zabrinjava jeste da se u srednjoro¢nim planovima
Ministarstva pravde za period 2023-2025; 2024-2026. i 2025-2027.% tajnost podataka
uopste ne spominje, odnosno nije mapirana kao prioritetna oblast uprkos tome Sto sistem
nadzora u ovoj oblasti ne funkcioniSe godinama.

Posledice ovakve institucionalne paralize su viSestruke i ozbiljne. Pre svega, nepostojanje
nadzora omogucéava organima javne vlasti da proizvoljno oznacavaju podatke stepenima
tajnosti, bez ikakvog spoljasnjeg korektiva koji bi mogao spreciti zloupotrebe ili preteranu
klasifikaciju. To direktno ugrozava pravo javnosti na pristup informacijama, jer omogucava
da se Sirok spektar podataka, ukljud¢ujuéi one od znac¢aja za javnu kontrolu rada vlasti,
neopravdano sakrije iza rezima tajnosti. Pored toga, nesprovodenje nadzora slabi efikasnost
sistema zastite tajnih podataka: bez kontrole nad merama obezbedenja, pristupairazmene
povecava se rizik od gubitka, zloupotrebe ili neovlas¢enog otkrivanja informacija koje zaista
jesu od vitalnog znacCaja za nacionalnu i javnhu bezbednost. Odsustvo nadzora takode dovodi
Srbiju u nesklad sa obavezama prema NATO-u i Evropskoj uniji, koje zahtevaju postojanje
funkcionalnog, nezavisnog i tehnicki kompetentnog nadzornog tela.

Sve navedeno otvara pitanje da li Ministarstvo pravde uopSte treba da bude nadlezni organ
za nadzor nad primenom Zakona o tajnosti podataka. Ministarstvo pravde nema tehnicke
kapacitete niti se prema institucionalnim nadleznostima uklapa u profil organa koji obavlja
ovakav tip nadzora, a €injenica da kapaciteti nisu izgradeni ni posle 15 godina od donosSenja
zakona, ukazuje da je ovakvo reSenje pogresno.

Stoga se namece zakljucak da bi buduc¢a reforma morala da razmotri prenoSenje nadzornih
funkcija na specijalizovanu instituciju, poput osnazene Kancelarije Saveta za nacionalnu
bezbednost ili posebno ustanovljene nacionalne bezbednosne uprave. Sve dok nadzor
ostaje u nadleznosti organa koji nema kapacitete za ovu ulogu i koji je prakticno odustao od

25 Partneri Srbija, Primena Zakona o tajnosti podataka u Republici Srbiji, 2021, str 20, https://www.partners-
serbia.org//public/news/primena-zakona-o-tajnosti-podataka.pdf

26 Ministarstvo pravde odgovor: https://foi.partners-serbia.org/wp-

content/uploads/prilog 310/0dgovor%20Ministarstvo%20pravde.pdf

27 Srednjorsni planovi Ministarstva pravde se nalaze na slede¢em linku:
https://www.mpravde.gov.rs/tekst/38873 /srednjorocni-plan-ministarstva-pravde.php
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njegovogvrsenja, sistem zastite tajnih podataka u Srbiji ostaje ozbiljno oslabljen, neefikasan
i podlozan zloupotrebama.

Uloga Narodne skupstine

Zakonom o tajnosti podataka, u ¢lanu 94, propisano je da Ministarstvo pravde podnosi
godiSnje izveStaje o aktivnostima u sprovodenju i kontroli primene ovog zakona odboru
Narodne skupstine nadleznom za nadzor i kontrolu u oblasti odbrane i bezbednosti. Na ovaj
nacin uspostavljen je mehanizam parlamentarnog nadzora kojim Narodna skupstina, kao
posebna grana vlasti, kontroliSe rad izvrSne vlasti u ovoj oblasti.

Nadlezni skupstinski odbor, Odbor za odbranu i unutrasnje poslove, se tokom 2025. sastao
11 puta.?® Medutim, prema javno dostupnim informacijama, u tom periodu lzvestaj
Ministarstva pravde o primeni Zakona o tajnosti podataka za 2024. nije bio predmet
razmatranja.

Sa druge strane, Odbor je redovno razmatrao izveStaje o radu Ministarstva unutrasnjih
poslova, najéeSée na kvartalnom nivou, dok su izveStaji o radu Ministarstva odbrane
razmatrani rede. Tokom 2025. Odbor je takode razmatrao predloge zakona iz oblasti
odbrane i vojske, kao i predloge zakona o medunarodnoj saradnji u oblasti odbrane i
bezbednosti. Kao Sto je ve¢ navedeno, Ministarstvo pravde ne objavljuje redovno izveStaje o
radu na svom sajtu, tako da ne mozemo utvrditi da li izveStaji o radu Ministarstva pravde nisu
razmatrani od strane Odbora zato Sto uopSte i nisu izradeni, ili postoje drugi razlozi zbog
kojih nadlezni odbor nije u 2025. razmatrao izveStaj o radu Ministarstva pravde u oblasti
tajnosti za 2024. godinu.

Tokom godina primene Zakona o tajnosti podataka otvorilo se i pitanje na koji na¢in narodni
poslanici dobijaju sertifikate za pristup tajnim podacima. Poslanicima koji su c¢lanovi
Odbora za odbranu i unutrasnje poslove i Odbora za kontrolu sluzbi bezbednosti sertifikati
su neophodni kako bi mogli daimaju uvid u tajne podatke koje im nadleZni organi dostavljaju
na razmatranje, ukljuCujuci izveStaje o stanju bezbednosti, izveStaje o radu sluzbi
bezbednostiidruga relevantna dokumenta.

Prema Zakonu o tajnosti podataka, bezbednosnu proveru za pristup tajnim podacima
dokumentima stepena tajnosti ,DRZAVNA TAJNA“ i ,STROGO POVERLJIVO*, koja prethodi
izdavanju sertifikata za pristup tajnim podacima, sprovodi Bezbednosno-informativna
agencija (BIA). Bezbednosnu proveru za pristup tajnim podacima i dokumentima stepena
tajnosti ,,POVERLJIVO“i ,INTERNO“ sprovodi ministarstvo nadlezno za unutrasnje poslove.

28 Sajt Narodne skupstine, odeljak aktivnosti odbora, poslednji put pristupljeno sajtu 20.12.2025:
http://www.parlament.gov.rs /aktivnosti/narodna-skup%C5%A1tina/radna-tela/odbori,-pododbori,-radne-

grupe.954.html
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Ovakvo zakonsko reSenje otvara ozbiljno pitanje sukoba interesa i funkcionalne
nezavisnosti parlamentarnog nadzora, buducéi da su upravo organi ¢iji rad narodni poslanici
nadziru kroz skupStinske odbore ovlaséeni da sprovode bezbednosne provere i, posredno,
odlucéuju o njihovom pristupu tajnim podacima. Time se stvara potencijal za institucionalnu
zavisnost i naruSava se osnovni princip kontrole izvrSne vlasti od strane zakonodavne, jer
pristup informacijama koje su klju¢ne za efektivan nadzor moze biti ogranicen ili uslovljen
odlukama organa koji su predmet tog nadzora.

Ovim pitanjem se godinama bavila i grupa organizacija iz Koalicije prEUgovor?, zbog sumnji
da se poslanicima opozicije namerno uskracuju sertifikati kako ne bi mogli da sprovode
nadzor. U vezi sa tim Koalicije je 2023. slala zahteve za pristup informacijama Narodnoj
skupstini i Kancelariji saveta za bezbednost i zastitu tajnosti podataka u cilju da dobije
informacije o imenima poslanika koji imaju sertifikate za pristup tajnim podacima, medutim
obe institucije su odbile da im dostave ove informacije. Ovaj konkretan slucaj ¢e biti
detaljnije razmatran u delu analize ,,Perspektiva civilnog sektora i novinara®.

Odugovlacenje sa dodelom sertifikata za pristup tajnim podacima iskusio je i bivsi Poverenik
za informacije od javnog znagéaja i zatitu podataka o li¢nosti Rodoljub Sabié, koji se u 2018.
ovim povodom obratio BIA i pismom, ali i saopStenjem u kom je trazio da se bezbednosti
postupak Sto pre sprovede. *°

IV. Kaznene norme- odsustvo krivicne (ozbiljne) odgovornosti za nezakonito
oznacavanje podataka kao tajnih

Kaznene odredbe Zakona o tajnosti podataka zasnovane su na klasi¢nom, tradicionalnom
shvatanju zastite tajnih podataka, prema kojem je najveéa opasnost neovlasS¢eno otkrivanje
podataka koji veé¢ jesu zakonito klasifikovani. Stoga Zakon o tajnosti podataka veoma
detaljno regulise krivicnu i prekrsajnu odgovornost u tom domenu.

Krivicna odgovornost je predvidena za onoga ko neovlaséeno nepozvanom licu saopsti,
preda ili uc¢ini dostupnim podatke ili dokumenta koji su mu povereni ili do kojih je na drugi
nacin doSao ili pribavlja podatke ili dokumenta, a koji predstavljaju tajne podatke. Visina
kazne zavisi od nekoliko faktora: kog je stepena tajni podatak (za najviSi stepen najveca
zatvorska kazna od jedne do deset godina); zatim ukoliko je delo ucinjeno iz koristoljublja ili

29 Koaliciju prEUgovor ¢ini sedam organizacija civilnog drustva iz Srbije koje su strucne za razlicite politike u okviru
poglavlja 23 i 24 pregovora o ¢lanstvu u Evropskoj uniji: https://www.preugovor.org/prEUgovor/121/0-nama.shtml

U izvestajima Kolacije se ovo pitanje ¢esto razmatra, pogledati PREUGOVOR alarm-izvestaj o napretku Srbije u klasteru 1,
2023, str 32: https://www.preugovor.org/Alarm-izvestaji/1809 /Izvestaj-koalicije-prEUgovor-o-napretku-Srbije-u.shtml
30 [nsajder, ,Bez obja$njenja nadleZnih zasto se Sabiéu ne izdaje bezbednosni sertifikat*:
https://www.insajder.net/najvaznije-vesti/bez-objasnjenja-nadleznih-zasto-se-sabicu-ne-izdaje-bezbednosni-sertifikat
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radi objavljivanja ili koriS¢enja tajnih podataka u inostranstvuili je izvrSeno za vreme ratnog
ili vanrednog stanja zatvorske kazne se povecéavaju spram stepena tajnosti podataka (za
najviSi stepen tajnosti kazna je od pet do petnaest godina zatvora).

Zakon o tajnosti podataka propisuje prekrSajnu odgovornost odgovornog lica u organu
javne vlasti, koje se nov€ano kaznjava ukoliko povredi propise o klasifikaciji, obelezavanju,
c¢uvanju, koris¢enju i zastiti tajnih podataka. Odgovorno lice je definisano: to je rukovodilac
organa ili drugo lice koje je ovlaSéeno da organizuje, nadzire ili odlucuje o primeni sistema
tajnosti u organu.

Prekr$aji obuhvataju Sirok spektar radniji i propusta, a mogu se svrstati u Cetiri kategorije:
1. Neosnovano ili nepravilno odredivanje tajnosti,
2. Neizvrsavanje obaveza u vezi sa trajanje i promenom klasifikacije,
3. Propusti u sprovodenju mera zastite i kontrole,

4. Nepravilnosti u postupanju sa sertifikatima, evidencijama i pristupom tajnim
podacima.

Zakon sankcioniSe kako aktivne zloupotrebe (npr. neopravdano oznacavanje podataka kao
tajnih ili odredivanje pogreSnog stepena tajnosti), tako i pasivhe propuste (poput
propustanja da se izvrSe periodiéne procene, sprovede unutrasSnja kontrola ili ¢uva
evidencija). PrekrSaji obuhvataju i situacije kada odgovorno lice propusti da opozove tajnost
po isteku roka, dogadaja ili po nalogu Poverenika za informacije od javnog znacaja i zastitu
podataka o licnosti (Poverenik) ili suda, kao i kada nepravilno dostavlja ili uskracuje pristup
tajnim podacima. Dodatno, kaznjivo je i nepravilno postupanje sa sertifikatima za pristup
tajnim podacima, kao i neobezbedivanje propisanih opstih i posebnih mera zastite.

Medutim, Zakon gotovo potpuno izostavlja drugi, savremeni i jednako ozbiljan rizik:
namerno ili neosnovano oznacavanje podataka kao tajnih. lako ovakvo postupanje ne
predstavlja otkrivanje tajnih podataka, njegova Stetnost moze biti jednaka ili ¢ak veca,
posebno u demokratskim druStvima u kojima transparentnost predstavlja kljucni
mehanizam kontrole vlasti i spreCavanja korupcije.

Za razliku od kriviénih odredaba za otkrivanje tajnih podataka koje su visoke, sankcije za
nezakonitu klasifikaciju svode se isklju¢ivo na prekrS§ajnu odgovornost, i to u obliku nov€ane
kazne od 5.000 do 50.000 dinara. Te kazne primenjuju se na odgovorno lice u organu javne
vlasti koje oznaci podatke kao tajne kada za to ne postoje zakonski uslovi, odredi pogreSan
stepen tajnosti, ne izvrSi periodi¢nu reviziju tajnosti, ne opozove tajnost po isteku roka ili
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dogadaja, ili na druge nacine ne primeni zakonom propisane obaveze u vezi sa klasifikacijom
i zaStitom podataka.

Ovakav pristup stvara ozbiljan normativni nesklad. Dok je otkrivanje zakonito klasifikovanog
podatka strogo kaznjivo, zloupotreba klasifikacije, koja ¢esto predstavlja nacin skrivanja
korupcije, nezakonitosti ili neefikasnosti u radu organa, sankcioniSe se tek simbolichom
kaznom. Time zakon Stiti samo jedan aspekt drzavnog interesa, dok drugi aspekt,
interes javnosti da zna, interes drzave da spreci zloupotrebe koje mogu imati
podjednako Stetne posledice po ,,drzavne interese”, kao i interes celog sistema za
oc¢uvanjem poverenja gradana, ostaje prakticno nezasti¢en.

Neosnovana tajnost ima potencijal da ugrozi javni interes jednako kao i curenje legitimno
tajnih podataka. KoriSéenje oznake tajnosti kao sredstva prikrivanja nezakonitih radniji,
zloupotreba javnih resursa, nepravilnosti u javnim nabavkama ili sporne politicke odluke
moze dovesti do dugoro€¢nog uruSavanja institucija, izbegavanja odgovornosti i uniStavanja
mehanizama kontrole vlasti. U svim tim situacijama Steta po drzavne interese nije samo
moguca, vec realnai ozbiljna.

Kada se ima u vidu struktura krivicne norme iz ¢lana 98, postaje jasno da zakon polazi
od pretpostavke da je svaka klasifikacija zakonita i opravdana. Zakon kaznjava
otkrivanje tajnog podatka, ali uopste ne razmatra moguénost da je neki podatak
pogresno ili zlonamerno oznacéen kao tajan. U praksi to znaci da ¢ak i ako organ
nezakonito proglasi tajnim podatak koji je od visokog javhog interesa (npr. ugovor o javnoj
nabavci, odluku o troSenju budZzetskih sredstava, podatke o istragama korupcije ili o radu
bezbednosnih sluzbi), odgovorno lice rizikuje samo prekrSajnu kaznu koja je u vecéini
slu¢ajeva zanemarljiva, i Cesto manja od novcanih naknada koje organi pla¢aju advokatima
ili troSkova zastupanja.

JoS ozbiljniji problem predstavlja Cinjenica da ne postoje nikakve krivicne sankcije za
namerni ili sistemski motivisani ¢in nezakonite klasifikacije, iako ovakvo postupanje
direktno podriva ustavni poredak zasnovan na transparentnosti i odgovornosti vlasti.

Pored toga, izostanak krivicnih sankcija dodatno je problemati¢an u kontekstu Cinjenice da
Ministarstvo pravde ve¢ godinama ne vrSi nadzor nad zakonitoS¢éu odredivanja tajnosti. Time
prekrSajna odgovornost ostaje neaktivna, jer nema organa koji bi utvrdio da je prekrSaj
uopsSte ucinjen.
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Odnos Zakona o tajnosti podataka i Zakona o
slobodnom pristupu informacijama od javnog znacaja

Zakon o tajnosti podataka, tajni podatak definiSe u odnosu na interes za slobodan pristup
informacija od javnog znacaja. U ¢lanu 8. se navodi:

“Kao tajni podatak moZe se odrediti podatak od interesa za Republiku Srbiju Cijim bi
otkrivanjem neovlaséenom licu nastala Steta, ako je potreba zasStite interesa Republike
Srbije preteZnija od interesa za slobodan pristup informacijama od javnog znacaja.”

Ovo je posledica toga Sto je Zakon o slobodnom pristupu informacijama od javnog znacaja
(ZoSPIJZ) donet pre Zakona o tajnosti podataka. Time je prvo doSlo do definisanja toga Sta
jeste informacija od javnog znacaja (¢l 2. ZoSPIJZ):

»Informacija od javnog znacaja, u smislu ovog zakona, jeste informacija kojom raspolaze
organ javne vlasti, nastala u radu ili u vezi sa radom organa javne vlasti, sadrZana u
odredenom dokumentu, a odnosi se na sve ono o ¢emu javnostima opravdan interes da zna.

Da bi se neka informacija smatrala informacijom od javnog znacaja nije bitno da li je izvor
informacije organ javne vlasti ili koje drugo, lice, nije bitan nosac informacija (papir, traka,
film, elektronski mediji i sl.) na kome se nalazi dokument koji sadrZi informaciju, datum
nastanka informacije, nac¢in saznavanja informacije, niti su bitna druga slicha svojstva
informacije.”

Dalje se u ZoSPIJZ propisuje da javnost uvek ima pravo na informacije o radu organa javne
vlasti, a da se prava iz ovog zakona mogu izuzetno podvréi ograni¢enjima propisanim ovim
zakonom ako je to neophodno u demokratskom drustvu radi zastite od ozbiljne povrede
preteznijeg interesa zasnovanog na Ustavu ili zakonu.

Iz ovoga se vidi, da su za zakonopisci nacelo javnosti zeleli da postave kao standard i pravilo
u Srbiji koja je od 2000. krenula u demokratske promene, a da je tajnost podataka
postavljena tako da predstavlja izuzetak, odnosno zahteva dokazivanje preteznijeg interesa
od prava javnosti da zna.

U savremenim demokratskim drzavama pravo javnosti da zna predstavlja jedan od temeljnih
mehanizama kontrole vlasti i zaStite javnog interesa. Pristup informacijama od javnog
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znacCaja podrazumeva da je transparentnost pravilo, a ogranic¢enja mogu biti uvedena
samo izuzetno, strogo definisano i uz jasno opravdanje. Nasuprot tome, zastita podataka
kao tajnih Stiti legitimne drZzavne interese, poput nacionalne bezbednosti, odbrane ili
spoljne politike. Medutim, savremeni standardi zahtevaju da se ova dva interesa ne
posmatraju kao suprotstavljena, ve¢ kao uravnotezena: tajnost je izuzetak koji mora biti
precizno definisan, viemenski ograni¢en i podloZzan nadzoru, dok se svaka sumnja tumaci u
koristtransparentnosti. Demokratske drzave insistiraju da se klasifikacija ne sme koristiti za
prikrivanje nezakonitosti, zloupotreba ili neefikasnosti, jer je upravo otvorenost institucija
klju¢na za oCuvanje poverenja gradana i funkcionalnost sistema vladavine prava.

Trodelni test javnog interesa

Cinjenica da je odredeni podatak oznacen kao tajni ne znadi da ée on to nuzno i ostati,
ukoliko se utvrdi da je interes javnosti da zna pretezniji od interesa koji se Stite tajnoScu. U
praksi je upravo primena testa javnog interesa jedini stvarni mehanizam kontrole nad
neopravdano oznac¢enim tajnim podacima.

Kada organ javne vlasti odlu¢uje o zahtevu za pristup informacijama od javnog znacaja, a
trazena informacija je oznacena stepenom tajnosti, duzan je da sprovede trodelni test
javnog interesa. Sustina ovog testa je da se utvrdi da li u konkrethom slucaju postoji
pretezniji javni interes za objavljivanje informacije u odnosu na interes koji se Stiti
ograni¢enjem pristupa.

Test se sastoji iz tri koraka:

1. Provera osnova ogranicenja: da li se pristup uskracuje radi zasStite nekog od
zakonom predvidenih razloga (izuzeca iz ¢lanova 9, 13 i 14 Zakona o slobodnom
pristupu informacijama od javnog znacaja)?

2. Procena ozbiljnosti Stete: da li bi omogucéavanje pristupa konkretno i ozbiljno
ugrozilo zasti¢eni interes?

3. Provera neophodnosti ograni¢enja u demokratskom drustvu: da li je uskraéivanje
pristupa informacijama zaista nuzno i srazmerno interesu koji se Stiti?

U praksi se ¢esto deSava da organijavne vlastitestjavnoginteresa ne sprovedu, veé se samo
pozovu na ¢injenicu da je podatak oznacen kao tajni ili da ,,preteze drugi interes“. U takvim
situacijama Poverenik u zalbenom postupku obi¢no poniStava reSenje organa, vraéa
predmet na ponovno odluCivanje uz nalog da se test sprovede, a povreda preteznijeg
interesa dokaze, a nakon izjaSnjavanja prvostepenog organa moze i sam izvrSiti ocenu da li
je interes javnosti pretezniji. Na taj na¢in se omogucéava pristup informacijama uprkos
oznacCavanju tajnosti.
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Kako je ve¢ problematizovano u analizi, u Srbiji ne postoji funkcionalan nadzor nad
odredivanjem tajnosti podataka. Zbog toga test javnog interesa iz Zakona o slobodnom
pristupu informacijama od javnog znacaja trenutno predstavlja jedini mehanizam kontrole
nad neopravdano oznac¢enim tajnim informacijama. Vazno je naglasiti da je domet ovog
mehanizma u smislu kontrole veoma skroman, jer se odnosi na pojedinacne slucajeve u
kojima su se traziociinformacijama obratili Zalbom Povereniku, kao i zbog drugih problema®'
u radu sluzbe Poverenika koji utic¢u na efikasnost ovog Zalbenog mehanizma.

Radi ilustracije odmeravanja preteznijeg interesa u nastavku ¢e biti predstavljena praksa
Poverenika.

Zalbe zbog tajnosti- pregled prakse Poverenika

Iz godiSnjih izveStaja o radu Poverenika ne moze se sa sigurno$éu utvrditi koji broj podnetih
zalbi i donetih reSenja se odnosi na tajnost podataka definisanu Zakonom o tajnosti
podataka, jer su ovi sluCajevi spojeni u godiSnjoj statistici sa drugim vrstama tajnosti poput
poslovne tajne koja se ureduje drugim zakonom. Zbog toga, za potrebe ovog istrazivanja,
Partneri Srbija uputili su Povereniku dva zahteva za pristup informacijama, trazeci kopije
reSenja donetih tokom 2023. i 2024. godine u predmetima u kojima su organi javne vlasti
odbili pristup informacijama pozivajuéi se na argument tajnosti u skladu sa Zakonom o
tajnosti podataka.

Poverenik je dostavio kopije 29 reSenja donetih u 2024%*2, kao i 5 reSenja iz 2023. godine?:.
Ukupno, ovaj istrazivacki uzorak ukljucuje 34 reSenja Poverenika.

31 Nedostatak kapaciteta usled masovnih zloupotreba prava (predstavljeno ranije u ovoj Analizi).

32U 2024, Poverenik je postupio po 49 predmeta, i doneo 29 reSenja. U nekim situacijama je Poverenik spojio viSe zalbi u
jedan zalbeni postupak, u situacijama kada su se trazioci informacija zalili na isti organ vlasti, povodom istih ili slicnih
vrsta informacija, otud razlika u broju predmeta i broju resenja.

33 Poverenik je u toku 2023. postupio po 6 predmeta u vezi sa tajno$¢u podataka, i doneo 5 reSenja, od ¢ega je dva
predmeta spojio u jedan postupak i doneo zajednicko resenje.
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Ishod Zzalbenih postupaka

Poverenik vratio
prvostepenom organu na
ponovno odlucivanje
Poverenik odbio zalbu kao
neosnovanu (zloupotreba
prava trazioca informacija)
neosnovanu ( drugi razlozi)
Poverenik odbacio zalbu
kao neurednu

Poverenik odbacio zalbu
kao nedopustenu
Poverenik nalozio

dostavljanje informacija

U ukupno 10 slucajeva, Poverenik je ponistio odluke prvostepenih organa i vratio predmete
na ponovno odlucivanje, ukazujuc¢i da organi javne vlasti nisu obrazlozili na koji nacin bi
odavanje informacija izazvalo Stetne posledice po zakonom zasti¢ene interese.

Ilustrativni primeri:
+» Dokumentacija o izvozu i uvozu naoruZanja i vojne opreme
Ministarstvu unutraSnje i spoljne trgovine trazene su kopije zahteva za uvoz/izvoz
naoruzanja u periodu od 2018. do 1.8.2023. Poverenik je ocenio da organ nije
dokazao postojanje konkretne Stete i nalozio je ponovno odluéivanje.
% Nalaz i struéno misljenje o eksploziji u fabrici ,Sloboda“, Caéak
Uprkos pozivanju na tajnost, Poverenik je utvrdio da organ nije obrazlozio kako bi
objavljivanje izazvalo Stetne posledice i vratio predmet na ponovno odluéivanje.
Fabrika je donela novo reSenje o odbijanju, te je predmet joS jednom vraéen na
ponovno odlucivanje.
Predmet vanredne provere imovine funkcionera Nikole Kovacevica
Agencija za spreCavanje korupcije odbila je zahtev, pozivajuéi se na tajnost.
Poverenik je utvrdio da nije sproveden test javnog interesa i da nije dokazano
postojanje ozbiljnih posledica, te je predmet vracen na ponovno odlucivanje.

K/

A

U ukupno 6 reSenja, Poverenik je naloZio organima javne vlasti da dostave trazene
informacije, uprkos tome Sto su se prvostepeni organi pozivali na tajnost podataka.
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llustrativni primetri:

Kopije Pravilnika o sistematizaciji radnih mesta u MUP-u: Relevantan primer je pre svega
reSenje Poverenika 071-01-1571/2022-03, iz 2023, u kojem su dve Zalbe izjavljene protiv
MUP-a spojene u jedan postupak. TraZilac informacija je trazio kopije 11 Pravilnika o
izmenama i dopunama Pravilnika o unutrasnjem uredenju i sistematizaciji radnih mesta u
Ministarstvu unutrasnjih poslova (ukratko- sve izmene navedenog Pravilnika u periodu od
2019. do 2021). MUP je u reSenju odbio dostavljanje trazenih informacija, pozivajuci se na
tajnost. Konkretno MUP je obrazlozio da sve izmene pravilnika potpadaju pod oznaku
tajnosti ,,INTERNO“ jer je Pravilnik kao takav odlukom iz 2018. godine oznac¢en oznakom
»INTERNO“. MUP je u obrazloZzenju naveo i da bi se dostavljanjem trazenih informacija
mogao utvrditi nacin funkcionisanja MUP-a, ,,posebno u situacijama kada moZze doc¢i do
ugrozavanja bezbednosti gradana Srbije“. Takode je navedeno da odavanje podataka o
operativnoj funkcionalnosti ,,moze za posledicu imati ometanje sprovodenja policijskih
mera i aktivnosti u borbi protiv svih vidova kriminala ...“.

Poverenik je zalbu dostavio MUP- u na izjaSnjenje koji je u odgovoru ostao pri svojim
navodima. Poverenik je nakon toga doneo reSenje u kojem je ponistio prvostepenu odluku
MUP-a i nalozio ponovno postupanje MUP-u, te da obrazlozi razloge za odbijanje zahteva,
da dokaze koje Stetne posledice bi nastale objavljivanjem informacija, kao i da proceni da li
je moguce delimi¢no dostavljanje traZzenih informacija (ukoliko ne svih).

Na ovo reSenje Poverenika, trazilac informacija je podneo tuzbu Upravnom sudu, tvrdeci da
je Poverenik propustio da (u skladu sa ZoSPIlJZ) donese odluku u upravnoj stvari, ve¢ je
predmet vratio na ponovno odlucivanje instituciji koja je ve¢ jednom donela odluku u istom
predmetu. Upravni sud je doneo presudu kojom je ponistio prvo reSenje Poverenika, i
nalozio mu da donese odluku u upravnoj stvari. U obrazloZzenju odluke Upravnog suda,
navodi se da je Poverenik reSenjem povredio zakon na Stetu trazioca informacija. U
obrazlozenju Upravni sud navodi da Poverenik, kada utvrdi, da je Zalba osnovana treba
prvostepenom organu da nalozi dostavljanje trazenih informacija. U presudi Upravnog suda
se navodi i da je prvostepeni organ (MUP), imao priliku ve¢ dva puta da se izjasni (prvi put
kad je doneo reSenje o odbijanju, drugi put kroz odgovor na Zalbu), i da je oba puta ostao pri
istim razlozima za odbijanje dostavljanja trazenih informacija. Upravni sud je ocenio da je
Poverenik trebalo da donese odluku u ovoj upravnoj stvari (u skladu ZoSPlJZ), a ne da
predmet vrati na ponovno odlucivanje MUP-u (primenjujuc¢i supsidijarne pravne norme-
Zakon o opStem upravnom postupku). Poverenik je postupio u skladu sa sudskom odlukom
Upravnog suda, i u ponovljenom Zalbenom postupku sproveo ocenu navoda Zalioca i
prvostepenog organa, i doneo reSenje u kojem je nalozeno MUP-u da dostavi sve trazene
informacije. Odluka je obrazlozena ovako: da je MUP samo nabrojao razne hipoteticke
posledice do kojih bi moglo do¢i, ne dokazujuéi ispunjenost uslova za uskracivanje trazenih
informacijama iz ¢lana 9. ZoSPlJZ. Poverenik je ukazao i da su mnoge informacije iz
Pravilnika o sistematizaciji javno objavljene u Informatoru o radu Ministarstva, pravilnicima
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o radu MUP, kao i u Akcionom planu za pregovaracko poglavlje 24, u kojem se navodi koliko
zaposlenih imaju razli¢ite jedinice MUP, a koji je javno dostupan na sajtu Ministarstva za
evropske integracije. Zbog svega navedenog, Poverenik je reSenju nalozio MUP dostavljanje
trazenih informacija. Vazno je napomenuti i da je MUP u poslednjem Nacrtu Zakona o
unutrasnjim poslovima predvideo da Pravilnik o sistematizaciji radnih mesta bude oznacen
kao tajni dokument.

Statisticki podaci o primeni posebnih dokaznih radnji: MUP se pozvao na tajnost
podataka, ali je Poverenik doneo reSenje kojim nalaze dostavljanje podataka. MUP je u
obrazloZzenju odluke da ne dostavi informacije, izmedu ostalog naveo da podaci
predstavljaju tajne podatke u smislu Zakona o tajnosti podataka, kao i u skladu sa Zakonom
o o krivicnom postupku, da bi dostavljanje trazenih podataka predstavljalo nanoSenje Stete
po interese drzave, da bi dostavljanje podataka o broju lica i broju primenjenih posebnih
dokaznih radnji obesmislilo primenu tih dokaznih radniji, i otkrilo kapacitete MUP-a u ovoj
oblasti. Poverenik se u obrazloZenju svoje odluke, pozvao i na prethodne odluke donete u
vezi sa istim vrstama informacija trazenim od BIA, kao i odluku Evropskog suda za ljudska
prava u predstavci Inicijative mladih za ljudska prava (o kojoj ¢e biti viSe reci kasnije).
Poverenik je obrazlozio da je sprovodenje posebnih dokaznih radnji dozvoljeno samo na
odredeno vreme i uz odluku suda, a u cilju zasStite Ustavnog prava iz ¢lana 41 (nepovredivost
pisma i komunikacije), da je kontrola nad primenom posebnih postupaka i dostupnost
informacija podjednako vazan i legitiman interes, kao da se objavljivanje podataka o broju
preduzetih radnji i broju lica ne povreduje ni privatnost, niti postupci i nacini rada organa
koji takve mere preduzima.

Kovacki centar d.o.o. (troSkovi reprezentacije): Udruzenje gradana je trazilo kopije
analitickih kartica i raCuna za troSkove reprezentacije za period 2014. do 2021. Organ je
odbio zahtev pozivajuéi se na tajnost, navodeci da je re¢ o pravnhom licu od posebnog
znacaja za odbranu Srbije. Poverenik je objedinio zalbe i nalozio dostavljanje podataka. Iz
obrazlozenja reSenja Poverenika: ,,da bi organ uskratio pristup trazenim informacijama
duzan je da dokaZe da je opravdano da to ucini radi zastite preteznijeg interesa®. Poverenik
je nasao da prvostepeniorgan nije pruzio dokaz o opravdanostiisklju¢enja pristupa trazenim
informacijama, odnosno nije dokazao da postoji uzro¢no- poslediCna veza izmedu
potencijalnog objavljivanja podataka i narusavanja javnog interesa. Ovo posebno zbog toga
Sto su zahtevom trazene informacije koje se odnose na troSkove ugostiteljskih usluga, koje
su placene sredstvima organa javne vlasti, odnosno koriSéenjem javnih resursa.

Kovacki centar d.o.o. (jubilarne nagrade): Isto udruzenje gradana podnelo je i sedam
zahteva za pristup informacijama o isplacenim jubilarnim nagradama (sa imenima
zaposlenih). Organ je odbio zahteve pozivajuci se na tajnost i zastitu podataka o licnosti.
Poverenik je spojio postupke i nalozio dostavljanje informacija uz zastitu licnih podataka.
Obrazlozenje reSenja Poverenika bilo je veoma slicno prethodnom.
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Poverenik je u 11 slucajeva odbio Zalbe kao neosnovane zbog zloupotrebe prava trazioca
informacija. Ovo je dugogodisnji problem koji negativno utiCe na kapacitete Poverenika i
organa javne vlasti kojima se ovakvi zahtevi, odnosno Zalbe upucuju, a u konacnici ima
negativan efekat na savesne trazioca informacija, jer institucija Poverenika nema dovoljno
kapaciteta da postupa po njihovim zalbama. Problem je nastao kao posledica brisanja
instituta zloupotrebe prava iz ZoSPIJZ i promene dugogodiSnjeg stava Upravnog suda u
pogledu naknade troSkova zastupanja u postupku po Zalbi 2021. godine.** O ovom problemu
se do sada mnogo pisalo, te stoga ovde nece biti detaljno predstavlijen mehanizam
zloupotrebe i posledice. Vazno je naglasiti da je zbog ovog problema, ali i drugih problema
koji postoje u primeni Zakona o slobodnom pristupu informacijama od javnog znacaja
neophodna hitna izmena ovog Zakona.

U dva slucaja iz uzorka, Poverenik je odbio Zzalbu kao neosnovanu. Jedna Zalba je odbijena
kao neosnovana jer je advokat lica iz sudskog postupka traZio podatke vezane za taj
postupak. U drugom slucaju je Poverenik procenio da drugi interes preteze nad interesom
prava javnosti da zna.

U jednom slucéaju Poverenik je odbacio zalbu kao neurednu, jer trazilac informacija u
ostavljenom roku nije dopunio Zalbu potrebnim informacijama. Dve zZalbe su odbacene kao
nedopustene, jer su Zalbe bile podnete protiv Narodne banke Srbije, koja se nalazi na listi
organa protiv kojih je moguée jedino podneti tuzbu Upravnom sudu zbog kr§enja prava iz
ZoSPlJZ.

Pregled najnovijih reSenja pokazuje da je dominantan problem nedostatak obrazlozenja
prvostepenih organa o tome kako bi objavljivanje informacija konkretno ugrozilo
zakonom zasti¢ene interese, Sto je zakonski uslov za opravdano pozivanje na tajnost.

Zbog toga se najveci broj predmeta vraca na ponovno odluc¢ivanje, dok se u odredenom
broju slucajeva Poverenik upusta u meritorno odlucivanje, primenjuje test javnog interesa i
nalaze dostavljanje informacija.

S obzirom na to da je tema ove analize posebno usmerena na institut tajnosti i sektor
bezbednosti, u nastavku su izdvojeni i relevantni primeri iz ranije prakse Poverenika, koji su
posluzili za formiranje standarda u primeni testa javnog interesa i kontrole opravdanosti
pozivanja na tajnost.

34 Za viSe pogledati godisnje izvestaje o radu Poverenika, primer: Godi$nji izvestaj za 2024, od strane 27:
https://www.poverenik.rs /images/stories/dokumentacija-
nova/izvestajiPoverenika /2024 /LATGodi%C5%A1nji izve%C5%A1taj 2024 002.pdf
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Inicijativa mladih za ljudska prava protiv BIA (statisticki podaci o merama tajnog
nadzora, 2013.)%*

UdruZenje Inicijativa mladih za ljudska prava podnelo je zahtev Bezbednosno-
informativnoj agenciji (BIA) za pristup informacijama o primeni posebnih mera kojima se
odstupa od nacela nepovredivosti tajnosti pisama i drugih sredstava opStenja u 2013.
godini. Konkretno, trazene su:

1. kopije dokumenata iz kojih se moze videti broj fizickih i pravnih lica prema kojima su
mere primenjene, i

2. brojpredloga koje je direktor BIA uputio predsedniku Vrhovnog kasacionog suda radi
odobravanja tih mera (posebno zafizicka i posebno za pravna lica).

BIA je odbila zahtev, pozivaju¢i se na ¢lan 9. tacka 5. Zakona o slobodnom pristupu
informacijama i na odluku o klasifikaciji kojom su podaci oznaceni kao ,,strogo poverljivo.
BIA je tvrdila da bi objavljivanje Cak i zbirnih statistiCkih podataka moglo da nanese Stetu
bezbednosnim interesima drzave, jer bi ,analiticki sposobna lica“ mogla da iz tih podataka
zakljuce koji su prioriteti i operativni kapaciteti Agencije.

Medutim, Poverenik je po Zalbi ponisStio reSenje BIA i nalozio dostavljanje trazenih
informacija (uz zaStitu licnih podataka). Poverenik je ocenio da BIA nije ispunila zakonsku
obavezu dokazivanja da bi dostupnost trazenih podataka stvarno izazvala ozbiljnu Stetu
po pretezni interes koji se Stiti tajnoSc¢u. Istakao je da se pravo na pristup moze uskratiti
samo ako su kumulativno ispunjena dva uslova:

1. Formalni uslov: da je informacija zakonito oznacena kao tajna.
2. Materijalni uslov: da bi objavljivanje konkretno i stvarno izazvalo teSke pravne ili
druge posledice po zasti¢eni interes.

U ovom slucaju BIA je ispunila formalni uslov (postojanje odluke o klasifikaciji), ali nije
pruzila nikakav dokaz o tome da bi objavljivanje zbirnih statistickih podataka realno moglo
ugroziti bezbednost drzave. BIA se oslanjala na pretpostavke (,moguce je da neko izvuce
zakljucke®), ali nije pokazala direktnu uzrocno-posledicnu vezu izmedu objavljivanja
podataka i tvrdene Stete. Poverenik je naglasio da su traZzeni podaci statisticke prirode, da
ne otkrivaju pojedinacne postupke niti operativhe metode BIA, te da organ nije dokazao
nuznost ograniCenja prava javnosti prema standardu ,neophodno u demokratskom
drustvu“.

Kako udruzenije nije dobilo informacije ni nakon Zalbe Povereniku, ovaj slucaj je dospeo i do
Evropskog suda za ljudska prava, koji je potvrdio odluku Poverenika. O ovoj presudi ¢e biti

35 Slobodan pristup informacijama: stavovi i misljenja Poverenika, publikacija 3, str: 88-92:
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viSe napisano u odeljku analize ,,Praksa Evropskog suda za ljudska prava“. Ovde je vazno
naglasiti da znaCaj ove presude posebno u smislu da se njome naglasava da sektor
bezbednosti ne moze biti izuzet od prava na pristup informacijama i slobodu izrazavanja. |
da se bez obzira na potrebe sluzbi bezbednosti da ograni¢e javnost svog rada, konkretno
ograniCenje slobode izrazavanja mora biti u skladu sa principima ljudskih prava.

Mana ovog procesa je njegova dugotrajnost. Od podnoSenja zahteva (2005) do konacne
odluke Evropskog suda za ljudska prava donete 2013. proslo skoro osam godina.

Dokument o obustavi kriviénog postupka protiv gradonacelnika Beograda®*

U ovom slucaju od tuzilastva je trazen dokument o obustavi krivicnog postupka protiv
gradonacelnika Beograda. TuzilaStvo je odbilo zahtev pozivajuci se na ¢lan 9. tacka 5.
Zakona o slobodnom pristupu informacijama od javnog znacaja i na ¢injenicu da je predmet
voden pod oznakom ,,strogo poverljivo“.

Istaknuto je da pravilnik RepubliCkog javnog tuzilaStva zabranjuje dostavljanje takvih
informacija i da bi objavljivanje dokumenta moglo naneti ,,teSku Stetu“ interesima Republike
Srbije, posebno interesima krivicnog gonjenja i funkcionisanja pravosuda.

Zahtev je odbijen bez sprovodenja testa javnog interesa i bez razmatranja mogucénosti
delimi¢nog dostavljanja informacije uz zastitu poverljivih podataka.

Poverenik je uvaZzio Zalbu, poniStio reSenje tuzilastva i nalozio da se trazene informacije
dostave uz zastitu podataka o lichosti (osim imena gradonacelnika). U utvrdivanju Cinjenica,
Poverenik je ocenio da tuzilastvo nije dokazalo nijedan od zakonskih uslova za uskracivanje
pristupa po ¢lanu 9. tacka 5. Zakona o slobodnom pristupu informacijama.

Najpre, organ nije dokazao da je dokument o obustavi postupka zaista klasifikovan kao
»STROGO POVERLIIVO“ u skladu sa Zakonom o tajnosti podataka i relevantnim uredbama.
Drugo, nije obrazlozeno koje bi ,,teSke pravne ili druge posledice® nastale omogucavanjem
pristupa informaciji, niti je predstavljen bilo kakav dokaz da bi objavljivanje dokumenta
ugrozilo zakonom zasti¢ene interese.

Iz obrazloZenje reSenja: ,,Argumenti za uskracCivanje pristupa traZenim informacijama se ne
mogu zasnivati samo na pretpostavci o mogucoj povredi zakonom zasti¢enih interesa. (...)
prava iz ovog zakona mogu izuzetno podvréi ograni¢enjima propisanim zakonom samo ako
je to neophodno u demokratskom druStvu radi zaStite od ozbiljine povrede preteznijeg
interesa zasnovanog na ustavu ili zakonu, za Sta u konkretnom slu¢aju po oceni Poverenika
ne postoje razlozi, posebno imajuci u vidu samu prirodu traZenih informacija, odnosno da se

36 Slobodan pristup informacijama: stavovi i misljenja Poverenika, publikacija 7, Str:72-75:
https://www.poverenik.rs/images/stories/dokumentacija-nova/Publikacije /7PoverenikPublikacija.pdf
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radi o dokumentu koji sadrzi razloge zbog kojih je tuzilastvo naslo da ne postoje osnovi
sumnje da je prijavljeno lice izvrsilo krivicno delo koje mu se stavlja na teret, te se nastupanje
posledica iz ¢lana 9. taCka 5. Zakona, u konkretnom slucaju, po prirodi stvari realno ne bi
moglo ocekivati.”® Protiv ovog reSenja Republi¢ki javni tuZilac je podneo tuzbu Upravnom
sudu trazivsi da se reSenje Poverenika ponisti kao nezakonito, jer trazilac informacija kako
je isticao prvostepeni organ, nije dovoljno precizirao svoj zahtev. Upravni sud je ponistio
prvo reSenje Poverenika, i vratio sluc¢aj Povereniku na ponovno odlucivanje. U postupku
ponovnog odlucivanja Poverenik je nalozio prvostepenom organu da ponovo sprovede
postupak odlucivanja po zahtevu, pri €¢emu ¢e prvo uputiti zahtev traziocu informacija da
zahtev uredi radi preciznosti, a zatim i da postupi po uredenom zahtevu.

Polazeciod pretpostavke da organi javne vlasti ne promisljaju dovoljno prilikom sprovodenja
testa javnog interesa u slucaju kada je suprotstavljeni interes tajnost podataka, a u cilju
olakSavanja tog postupka ovde ¢e biti navedena dodatna pitanja za sprovodenja testa
javnog interesa koja mogu da budu od pomo¢éi prilikom donoSenja odluka, a koja je izradio
prof. dr Goran D. Matié, u okviru zbornika radova Primena Zakona o tajnosti podataka, 10
najznacajnijih prepreka®:

X/
X4

L)

Dalli je re¢ o tajnom podatku ili informaciji kojom raspolaze organ javne vlasti?

>

R/
*

Da li se utvrdivanjem tajnosti podataka prikriva postojanje teskih povreda osnovnih

*,

prava ¢oveka?

«» Da li se utvrdivanjem tajnosti podataka prikriva postojanje ugrozavanja ustavnog
uredenja i bezbednosti Srbije?

+ Dalise utvrdivanjem tajnosti podataka prikriva u¢injeno krivicno delo za koje se moze
izrecCi kazna zatvora u trajanju od 5 godina?

>

K/
*

Da li se utvrdivanjem tajnosti podataka prikriva postojanje krivicnog dela?

L)

>

K/
*

Da li se utvrdivanjem tajnosti podataka prikriva prekora¢enje ovlas¢enja?

L)

Da li se utvrdivanjem tajnosti podataka prikriva zloupotreba sluzbenog polozaja?
Da li se utvrdivanjem tajnosti podataka prikriva drugi nezakonit akt?

X/ X/
L X X4

K/
X4

L)

Da li je potreba zasStite interesa R. Srbije preteznija od interesa za slobodan pristup
informacijama od javnog znacaja?

>

% Da li je interes nabrojan u zakonu (¢l. 9, 13. i 14. Zakona o slobodnom pristupu
informacijama od javnog znacaja) suprotstavljen interesu trazioca da zna? Da li bi
pristupom ovoj informaciji suprotan interes bio ozbiljno povreden (pitanje procene
posledica ili balansa prava)?

37 Slobodan pristup informacijama: stavovi i misljenja Poverenika, publikacija 7, Str:72-75:
https://www.poverenik.rs/images/stories/dokumentacija-nova/Publikacije /7PoverenikPublikacija.pdf

38prof. dr Goran D. Mati¢, Primena Zakona o tajnosti podataka, 10 najznacajnijih prepreka (zbornik radova), od str. 23
http://repozitorijum.pravnifakultet.edu.rs/314/
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«» Da li potreba zastite suprotnog interesa preteze nad potrebom zastite interesa
trazioca da zna, prosuduju¢i neophodnost uskrac¢ivanja pristupa po merilima
demokratskog drustva?

38



Tajnost podataka: pravni okvir i praksa

Sankcionisanje povreda Zakona o tajnosti podataka

Praksa prekrsajnih sudova

Za potrebe ovog istrazivanja formiran je reprezentativan uzorak koji obuhvata 60% svih
prekrSajnih sudova u Republici Srbiji. Tim sudovima upuéen je identiCan zahtev za
dostavljanje kopija odluka donetih tokom 2023. i 2024. godine u postupcima vodenim zbog
prekrSaja iz Zakona o tajnosti podataka (¢l. 99. i 100), kao i informacija o tome da li se takvi
postupci trenutno vode.

Uzorak je koncipiran tako da obuhvati prekrSajne sudove iz vec¢ih i manjih gradova i opStina,
uz ravnomernu geografsku raspodelu. Ukupno 27 prekrsajnih sudova primilo je zahtev.

Svi sudovi su odgovorili u zakonskom roku. lako je zbog izostanka institucionalnog nadzora
bilo o¢ekivano da praksa bude ograni¢ena, neocCekivani nalaz predstavlja ¢injenica da su svi
sudoviizvestilida u navedenom periodu nije voden niti okon¢an nijedan prekrSajni postupak
po Zakonu o tajnosti podataka, kao i da se takvi postupci trenutno ne vode.

Kriviéni postupci
Partneri Srbija su i ranijih godina slali zahteve za pristup informacijama od javnog znacaja
kako bi utvrdili kakva je praksa sudova u pogledu krivicne odgovornosti u oblasti tajnosti

podataka. Praksa na godiSnjem nivou je obi¢no ukljuCivala svega nekoliko okoncanih
sudskih postupaka.

Za potrebe ovog istrazivanja poslali smo zahteve za pristup informacijama od javnog znacaja
svim viSim sudovima u Srbiji (ukupno 20), sa pitanjima koliko se postupaka trenutno vodi u
vezi sa krivicnim delima povezanim sa tajnoScu (Zakon o tajnosti podataka ¢L.98 i Krivi¢ni
zakonik ¢lanovi 316 i 369), kao i da dostave kopije sudskih odluka donete u 2024. u vezi sa
ovim krivicénim delima.

Svi visi sudovi su odgovorili.

Dva suda su odgovorila da imaju postupke koji su u toku u vezi sa ovim kriviénim delima. Od
toga jedan sud sedam postupaka, a drugi sud jedan postupak. 18 trenutno nema postupke.

13 sudova je odgovorilo da u toku 2024. nisu donosili sudske odluke po ovim kriviénim
delima. Od preostalih sedam:
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Visi sud u Beogradu dostavio je dve odluke: jednu kojom je zahtev odbijen zbog zastarelosti,
i drugu kojom je izvrSeno spajanje predmeta. Dakle, u oba slucaja radilo se o procesnim
odlukama, bez vodenja klasi¢nog meritorno-sudskog postupka.

Visi sud u Valjevu doneo je jednu oslobadajucu presudu. Slu¢aj se odnosio na neovlas¢eno
¢injenje dostupnim policijskih dokumenta koja predstavljaju tajne podatke sa oznakom
tajnosti ,,poverljivo“ prema Zakonu o tajnosti podataka.

Visi sud u Vranju doneo je jedno reSenje kojim je odbio sporazum o priznanju krivicnog dela,
ocenjujuéi da predlozena kazna nije adekvatna, kao i da nisu posebno navedene niti
obrazlozene olakSavajuée okolnosti koje bi opravdale izricanje blaze sankcije. Istrazivacki
tim je imao uvid isklju€ivo u ovo procesno reSenje, u kojem se ne navode Cinjenice i okolnosti
iz samog sporazuma o0 priznanju, zbog Cega ovaj slucaj nije bilo moguce detaljnije
predstaviti.

Visi sud u Jagodini doneo je jednu osudujucu presudu. Slucaj se odnosio na nezakonito
pribavljanje podataka oznaCenih oznakom tajnosti ,INTERNO® koji se odnose na video
snimke kretanja i oznaka vozila Vojske Srbije, koje je osudeno lice nabavilo uz lazno
predstavljanje. ViSi sud je naSao da je osudeni ucinio krivicno delo iz ¢lana 98. Zakona o
tajnosti podataka, kao i krivicna dela: lazno predstavljanje, falsifikovanje isprave, kao i
krivicno delo nedozvoljena proizvodnja, drzanje, noSenje i promet oruzja i eksplozivnih
materija, zbog cega mu je izreCena zatvorska kazna u ukupnom trajanju od 2 godine, nov€ana
kazna od 100,000,00 RSD kao i mera oduzimanja predmeta.

Visi sud u Leskovcu doneo je jednu osudujucu presudu, zbog toga Sto je lice neovlas¢eno
pribavijalo podatke oznacene stepenom tajnosti ,,POVERLJIVO“ iz Jedinstvenog
informacionog sistema MUP-a koristeci svoju Sifru i Sifru drugog policijskog sluzbenika. Lice
je osudeno na kaznu od 3 meseca zatvora, a presuda je potvrdena od strane Apelacionog
suda u Nisu.

Visi sud u Novom Pazaru je doneo jednu osudujuc¢u presudu zbog toga Sto je policijska
sluzbenica ucinila dostupnim neovlaséenom licu video snimke naplatne rampe koje je
pribavila u sklopu istrage. Ovi podaci su bili oznaceni oznakama tajnosti ,INTERNO“ i
»POVERLJIVO® IzreCena je uslovna osuda, odnosno kazna zatvora od 3 meseca ukoliko u
roku od godinu dana okrivljena ucini novo krivicno delo.

Visi sud u Novom Sadu doneo je jednu presudu kojom se prihvata sporazum o priznanju
krivicnog dela. Radi se o sluc¢aju neovlas¢enog pribavljanja podataka oznacenih stepenom
»POVERLJIVO“ iz Jedinstvenog informacionog sistema MUP-a, ¢ime je izvrSeno krivicno delo
iz ¢lana 98. Zakona o tajnosti podataka. Okrivljena je sklopila sporazum o priznanju i
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osudena je uslovno, kao i u prethodnom primeru, odnosno kaznom zatvora od 3 meseca
ukoliko u roku od godinu dana ucini novo krivicno delo.

Na osnovu prikupljenih podataka i odgovora viSih sudova moze se izvesti nekoliko jasnih
zakljucaka o primeni krivicnih odredaba Zakona o tajnosti podataka.

Prvo, sudska praksa je izuzetno oskudna. Vec¢ina sudova je izvestila da tokom 2024. godine
nije donela nijednu odluku po krivicnim delima vezanim za tajnost podataka, dok samo dva
suda trenutno vode postupke. Ovakvo stanje snazno ukazuje na Siri sistemski problem,
nedostatak nadzora i kontrole, zbog ¢ega slucajevi retko dospeju pred sud.

Drugo, u malom broju postupaka koji su sprovedeni, uocljivo je da se najvecéi broj
slucajeva odnosi na neovlaséeno pribavljanje ili ¢injenje dostupnim tajnih podataka
koji se nalaze u Jedinstvenom informacionom sistemu MUP-a. NajceSée je re¢ o
policijskim sluzbenicima koji koriste sopstvene ili tude pristupne Sifre kako bi pristupili
poverljivim informacijama, Sto ukazuje na slabosti u internim kontrolama i
bezbednosnim procedurama u sektoru bezbednosti.

Trece, izrecene kazne su pretezno blage, ¢ak i u slu¢ajevima koji se odnose na namerno
odavanje podataka oznacenih stepenom ,,POVERLIJIVO“ ili na pribavljanje informacija koje
mogu imati bezbednosnu dimenziju. U nekoliko presuda izre€ene su uslovne osude ili kratke
zatvorske kazne od trimeseca, dok je samo u jednom predmetu (Visi sud u Jagodini) izreGena
teza sankcija koja ukljucuje visegodiSnji zatvor i nov€anu kaznu.

Ovakvi nalazi ukazuju da kriviécne odredbe Zakona o tajnosti podataka u praksi imaju
ogranicen domet, da se primenjuju retko i uz minimalne sankcije, Sto dodatno slabi
preventivni efekat zakona i ostavlja prostor za zloupotrebe u radu drzavnih organa,
narocito onih u sektoru bezbednosti.
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Praksa Evropskog suda za ljudska prava

Praksa Evropskog suda za ljudska prava (ESLJP) treba da predstavlja orijentir drzavama u
tumacenju i primeni ogranicenja pristupa informacijama. Ona jasno pokazuje kako treba
uspostaviti ravnotezu izmedu zastite tajnih podataka i prava javnosti da zna, narocito kada
se radi o pitanjima od visokog javnog interesa ili potencijalnim povredama ljudskih prava.
Organi vlasti bi trebalo da se rukovode ovim standardima kako bi njihovo postupanje bilo u
skladu sa ljudskim pravima i obavezama koje proizlaze iz Evropske konvencije o ljudskim
pravima.

ESLJP balansira tajnost i slobodu informisanja tako Sto priznaje da drzave imaju pravo da
Stite nacionalnu bezbednost, ali ne i do mere da potpuno sakriju informacije, narocito kada
se one odnose na ozbiljna kr§enja ljudskih prava ili postupanje drzavnih organa. Clan 10.
Evropske konvencije o ljudskim pravima ne garantuje neograni¢eno pravo na pristup
informacijama, ali takvo pravo moze nastati kada je pristup neophodan za ostvarivanje
slobode prikupljanja i Sirenja informacija, posebno u vezi sa radom organa javne vlasti ili
objavljivanjem zvani¢nih dokumenata.

Sud zahteva da svako ogranicenje pristupa informacijama mora biti propisano

zakonom, neophodno u demokratskom drustvu i proporcionalno cilju koji se zeli
postici, kao Sto je zastita nacionalne bezbednosti.

Balansiranje tajnosti i slobode informisanja

ESLJP istice da potpuno uskracivanje informacija u pravilu nije opravdano, ¢ak ni radi
nacionalne bezbednosti. Neophodna je mogucénost javhog nadzora nad radom vlasti,
posebno u slucajevima gde postoji sumnja na krSenje ljudskih prava. lako ¢lan 10. ne daje
automatsko pravo na pristup svim informacijama, pravo pristupa mozZe nastati kada su
informacije kljuéne za ostvarenje slobode prikupljanja i Sirenja informacija. ESLJP u svojim
odlukama takode istiCe da, svako ogranicenje pristupa informacijama mora biti zakonito,
neophodno i srazmerno legitimnom cilju, poput zastite nacionalne bezbednosti. ESLJP
priznaje drzavama odredenu slobodu u proceni, ali ta procena mora biti uravnotezena sa
znacajem slobode informisanja.

U ovoj analizi je ve¢ pomenuta presuda® Incijativa za ljudska prava (YIHR) protiv Srbije
(Application no. 48135/06)

Presuda Evropskog suda od viSestrukog je znacCaja jer je bila i prva takva doneta u vezi sa
krSenjem c¢lana 10. Konvencije o zastiti ljudskih prava protiv Srbije. Ona ucvrscéuje ranije

39 https://hudoc.echr.coe.int/eng#{%22appno%22:[%2248135/06%22]}

e
42



https://hudoc.echr.coe.int/eng#{%22appno%22:[%2248135/06%22]}

Tajnost podataka: pravni okvir i praksa

utvrden stav ESLJP da je pravo na pristup informacijama zasti¢eno Evropskom konvencijom
kao sastavni deo prava na slobodu izrazavanja. Presuda takode ne pravi izuzetak u
pogledu ostvarivanja tog prava kada je re¢ o nadleznosti organa vlasti, ukljucujuéi i
sektor bezbednosti. Ukazuje se i na to da, uprkos potrebama odredenih sluzbi da ogranice
javnost svog rada, svako ograni¢enje slobode izrazavanja mora biti u skladu sa principima
ljudskih prava. U predmetnom slucaju, YIHR je podnela predstavku ESLJP-u, tvrdeci da im je
Bezbednosno informativna agencija (BIA) uskrac¢ivanjem pristupa informacijama o broju
zahteva za prisluSkivanje, onemogucila da ispune svoju ulogu kontrolora javnih institucija
(‘watchdog’). Sud je utvrdio da odbijanje BIA da postupi po nalogu Poverenika i dostavi
trazene informacije predstavlja povredu ¢lana 10 Evropske konvencije. lako pravo na pristup
informacijama moze biti ograni¢eno, ESLJP nije naSao nijedan osnov za ograni¢enje u ovom
slucaju. Tvrdnja BIA da ne poseduje trazene podatke nije bila uverljiva, s obzirom na to da je
prvobitno odbila pristup podacima pozivajuci se na tajnost.

Slucaj: GIRGINOVA protiv Bugarske (Application no. 4326/18)*°

Evropski sud za ljudska prava presudio je 4. marta 2025. godine protiv Bugarske zbog
povrede prava na slobodu izrazavanja (¢lan 10) i prava na delotvorni pravni lek (¢lan 13).
Novinarka je trazila pristup obrazlozenju oslobadajuce presude bivSem ministru unutrasnjih
poslova u predmetu koji se odnosio na navodno nezakonito tajno nadziranje. lako bugarski
zakon uobi¢ajeno zahteva objavljivanje sudskih obrazlozenja, domacdi sudovi su odbili njen
zahtev pozivajuéi se na domacdi zakon o zastiti tajnih podataka. Novinarka je iskoristila sva
dostupna pravna sredstva i potom se obratila ESLJP-u.

Evropski sud za ljudska prava je, razmatrajuéi dopustenost predstavke, podsetio da ¢lan 10
Konvencije ne sadrzi izriito pravo na pristup informacijama, ali da ovo pravo postoji kada je
pristup informacijama neophodan za ostvarivanje prava na slobodu izrazavanja (predmet
Magyar Helsinki Bizottsag protiv Madarske®’). Sud je zatim primenio Cetiri kriterijuma iz te
presude na konkretan slucaj:

1. Svrha zahteva za informacijama: Postojao je legitiman novinarski interes, pristup
informacijama bio je neophodan za pripremu izveStavanja o radu pravosuda. Sud je
istakao da novinari imaju duznost da nadziru pravosudni sistem u ime javnosti.

40 https://hudoc.echr.coe.int/eng#{%22tabview%22:[%22document%22],%22itemid%22:[%22001-242053%22]}
41 https://hudoc.echr.coe.int/fre#{%22itemid%22:[%22001-167828%22]}
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2. Prirodatrazenih informacija: Postojao je veoma snazan javni interes da se zna zbog
cega je bivSi ministar osloboden optuzbi povezanih sa nezakonitim tajnim nadzorom,
kao i kako su tuzilastvo i sudovi postupali u tom predmetu.

3. Uloga podnosioca zahteva: Podnosilac je bio novinar, a mediji imaju kljué¢nu ulogu
u obezbedivanju dostupnosti informacija o krivicnim postupcima javnosti.

U oceni povrede ¢lana 10, Sud je prihvatio da je meSanje u pravo na slobodu izraZzavanja bilo
zasnovano na zakonu jer se drzava pozivala na zastitu nacionalne bezbednosti. Medutim,
klju¢no pitanje bilo je da li je ovo ograni¢enje bilo neophodno u demokratskom drustvu.

Sud je naglasio da postoji snazan javni interes za transparentno$éu rada pravosuda, da
objavljivanje obrazloZenih presuda jaca poverenje javnosti u sudove i doprinosi pravicnom
sudenju, kao i da obrazloZene presude predstavljaju zastitu od zloupotreba u pravosudu.

U ovom slucaju, javni interes je bio posebno izrazen jer se radilo o oslobadanju visokog
drzavnog funkcionera za ozbiljne optuzbe, u kontekstu Sire zabrinutosti zbog zloupotrebe
tajnog nadzora u zemlji. Sud je zaklju¢io da potpuno uskracivanje pristupa obrazloZenju
presude, nije bilo opravdano, ¢ak ni pod izgovorom zasStite nacionalne bezbednosti.
Postojale su manje restriktivne mere, poput delimi¢nog ozna€avanja tajnostiili objavljivanja
redigovane ili anonimizovane verzije presude.

Sluéaj: GIRLEANU protiv RUMUNIJE (Application no. 50376/09)*

Slucaj se odnosio na novinara koji je istrazivao rad oruzanih snaga i policije. Protiv njega je
pokrenut krivicni postupak zbog navodnog prikupljanja i deljenja tajnih informacija u vezi sa
vojnim operacijama rumunske vojske u Avganistanu.

Novinar je doSao u posed kopije tajnih dokumenata koje je dobio od kolege, nakon ¢ega je
pokuSao da proveri njihovu autenti¢nost kod predstavnika vojske i obavesStajnih sluzbi, a
zatim ih je podelio sa nekoliko osoba za koje je smatrao da imaju struc¢no znanje o temi. U to
vreme je u medijima objavljena informacija da je doSlo do curenja podataka o vojnoj
operaciji, ali dokumenta nisu javno objavljena. Protiv novinara je pokrenuta istraga, ku¢a mu
je pretresena, kompjuter zaplenjen, telefoni prisluskivani, a sam novinar pritvoren, mada je
ubrzo pusten. Kasnije je kaznjen novéanom kaznom od oko 240 evra, uz obrazlozenje da je
prekrSio propise o nacionalnoj bezbednosti, iako je sa dokumenata u meduvremenu skinuta
oznaka tajnosti. Novinar je u predstavci ESLJP tvrdio da su sve njegove radnje bile deo
legitimne novinarske istrage.

42 https://hudoc.echr.coe.int/eng#{%22itemid%22:[%22001-184064%22]}
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ESLJP je utvrdio povredu ¢lana 10 Evropske konvencije i naveo nekoliko klju¢nih razloga:
1. Novinar je delovao u okviru legitimne novinarske istrage

Sud je naglasio da je novinar postupao kao istrazivacki novinar, da on nije nezakonito
pribavio dokumenta, niti ih je objavio. Naglaseno je da je novinar prvo pokusao da potvrdi
autenti¢nost dobijenih dokumenata kod nadleznih institucija. Zbog ovoga je ESLJP stao na
stanoviste da je ovim postupcima novinar pokazao profesionalizam.

2. Drzava nije dokazala da je postupanje novinara moglo da ozbiljno ugrozi nacionalnu
bezbednost

U obrazlozenju, ESLJP je naglasio da su dokumenti u meduvremenu deklasifikovani, a sami
organi su priznali da njihovo objavljivanje viSe ne bi moglo da Steti vojnim operacijama. Sud
je zakljucio da vlasti nisu pokazale da je ponaSanje novinara moglo da nanese ,znacajnu
Stetu“ nacionalnoj bezbednosti.

3. Nacionalni sudovi nisu uradili potrebnu procenu javnog interesa

ESLJP je posebno kritikovao da domaci sudovi nisu razmotrili da li je re¢ o pitanjima od
znacaja za javnost (curenje vojnih informacija, odgovornost institucija), kao i zbog toga Sto
nisu uradili balansiranje izmedu zaStite tajnosti i prava javnosti da zna. Takode, ESLJP je
smatrao da su domaci sudovi trebali da uzmu u obzir ulogu novinara i njegove motive (watch
dogrole).

Sud je naglasio da kada su u pitanju teme od javnog interesa, drzavne vlasti moraju izvrsiti
detaljnu i transparentnu analizu proporcionalnosti ograni¢enja.

4. KazZnjavanje novinara moze imati Siri ,,efekat zastrasivanja“ na profesiju

lako je kazna bila niska, ESLJP je ukazao da sama cinjenica da je novinar osuden, kao i
prethodno hapsenje, pretres i prisluskivanje, predstavljaju ozbiljan pritisak koji moze
obeshrabriti novinare da istrazuju teme od javnog znacaja.

Sluéaj SEKS protiv HRVATSKE (Application no. 39325/20)%

Podnosilac predstavke, bivSi visoki hrvatski politi¢ar, trazio je pristup dokumentima iz arhive
Kancelarije predsednika Republike Hrvatske radi pisanja knjige o stvaranju hrvatske drzave.
Zahtev je upuéen kao zahtev za pristup informacijama od javnog znacaja.

43 Za viSe pogledati: Vlada Republike Hrvatske Ured zastupnika Republike Hrvatske pred Europskim sudom za ljudska
prava, Analiza presude Seks protiv Hrvatske:
https://uredzastupnika.gov.hr/UserDocsImages/dokumenti/Analize%20presuda%?20i%20odluka/%C5%A0eks%20-
%?20analiza%?20presude.pdf

EEEEE——,———
45



https://hudoc.echr.coe.int/eng#{%22appno%22:[%2239325/20%22]}
https://uredzastupnika.gov.hr/UserDocsImages/dokumenti/Analize%20presuda%20i%20odluka/%C5%A0eks%20-%20analiza%20presude.pdf
https://uredzastupnika.gov.hr/UserDocsImages/dokumenti/Analize%20presuda%20i%20odluka/%C5%A0eks%20-%20analiza%20presude.pdf

Tajnost podataka: pravni okvir i praksa

Kako se radilo o dokumentima koji su bili ozna¢eni najviSim stepenom tajnosti (,,drzavna
tajna- strogo poverljivo“) Hrvatski drzavni arhiv je zatrazio misSljenje Kancelarije tadasnje
predsednice drzave. Kancelarija predsednice je, nakon konsultacija sa Vijeéem za
nacionalnu sigurnost (VNS), skinula oznaku tajnosti sa dela dokumenata i dostavila ih
traziocu, dok je pristup ostalima dokumentima odbijen. ObrazloZenje je bilo da bi objava
dokumenata mogla naneti Stetu nezavisnosti, bezbednosti i medunarodnim odnosima
Hrvatske. Trazilac informacija je ulozio zalbu Povjereniku za informiranje (Povjerenik), koji je
izvrSio uvid u tajna dokumenta i potvrdio odluku prvostepenog organa. Visoki upravni sud i
Ustavni sud su takode potvrdili ovu odluku i odbili njegove zalbe.

lako je Upravni sud doneo odluku da dokumenta ostanu tajna, vazno je istaéiiizdvojeno
misljenje jednog od sudija u postupku.** lzdvojeno misljenje ukazuje na dilemu: da li je
zaStita nacionalne bezbednosti u ovom slucaju zaista opravdavala tako Siroko
ograni¢enje pristupa arhivskim dokumentima?

Po njegovom misljenju, odluka o uskracivanju pristupa nije bila dovoljno obrazlozena.
Smatrao je da ni Povjerenik ni upravni sudovi nisu ispitali sustinsku opravdanost zadrzavanja
tajnosti (npr. konkretne rizike, vrstu Stete, proporcionalnost). Smatrao je da je povredeno
pravo na slobodu izrazavanja, jer nije jasno utvrdeno da bi objava starih arhivskih
dokumenata zaista mogla naneti Stetu drzavi. Naveo je i da odluka predsednice drzave nije
sadrzala dovoljno konkretne razloge za odbijanje, te da su samo ops§ti interesi koji mogu biti
povredeni navedeni u odgovoru u odbijanju (bezbednost, medunarodni odnosi), bez
objasnjenja zasto bi konkretni dokumenti, stari viSe decenija, i dalje mogli predstavljati rizik.
Sudija je ukazaoida nije sproveden pravi test proporcionalnosti (test javhog interesa), vec je
odluka zasnovana na apstraktnim pretpostavkama.

ESLJP je doneo presudu i stao na stanoviSe da nije bilo povrede ¢lana 10 Evropske
konvencije o ljudskim pravima. Sud je smatrao da je uskracivanje pristupa klasifikovanim
dokumentima bilo nuzno i proporcionalno cilju zastite nacionalne bezbednosti. Sud je
ocenio da je uskracivanje informacija imalo jasan zakonski osnov (Zakon o tajnosti
podataka) i da su informacije uskrac¢ene radi zaStite legitimnih interesa: nezavisnosti,
integriteta, nacionalne bezbednosti i medunarodnih odnosa drZave. ESLJP je ukazao da je
odluka prosSla kroz viSe nivoa kontrole, ukljucujuéi Kancelariju tadasnje predsednice
drzave, Poverenika, Visoki upravni sud i Ustavni sud.

44 Jzdvojeno misljenje sudije Ustavnog suda dostupno je u okviru presude Evropskog suda za ljudska prava:
https://hudoc.echr.coe.int/eng#{%22tabview%22:[%22document%22],%22itemid%22:[%22001-215642%22]}
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Perspektiva civilnog sektora i novinara

Za potrebe ovog istrazivanja sprovedena su Cetiri intervjua sa predstavnicima organizacija
civilnog drustva i istrazivackim novinarima. Razgovori su obavljeni sa predstavnicima
Beogradskog centra za bezbednosnu politiku (BCBP), Regulatornog instituta za obnovljivu
energiju i zivotnu sredinu (RERI), Centra za istrazivacko novinarstvo Srbije (CINS) i Mreze za
istrazivanje kriminala i korupcije (KRIK).

Organizacije i redakcije su odabrane na osnovu analize njihovog rada, kao i konsultativhog
sastanka koji su Partneri Srbija organizovali radi prikupljanja uvida o izazovima sa kojima se
civilno drustvo suocava u pristupu informacijama od javnog znacaja.

Intervjui su sprovedeni elektronski putem koriS¢enjem Zoom aplikacije i u proseku su trajali
oko 30 minuta. Tematski su obuhvatali:

1. OpsSta iskustva u pristupu informacijama, ukljucujuc¢i komunikaciju, saradnju i
postupanje institucija po zahtevima za slobodan pristup informacijama od javhog
znacaja, sa posebnim fokusom na organe sektora bezbednosti.

2. Odbijanje pristupa i pozivanje na tajnost, kroz primere uskracéivanja informacija na
oshovu Zakona o tajnosti podataka i diskusiju o opravdanosti takvih odluka.

3. Postupanje po zahtevima za pristup informacijama, posebno u pogledu rokova i
kvaliteta dostavljenih odgovora.

4. Pravnu zastitu i postupanje institucija po resenjima Poverenika.

5. Uticaj nedostupnosti informacija na rad organizacija i novinara, posebno u
kontekstu istrazivackog rada i izveStavanja.

U nastavku ¢e biti sumiranaiskustva i stavovi u¢esnika intervjua po gorenavedenim temama.
Opsta iskustva u pristupu informacijama

Ucesnici intervjua ukazuju da je komunikacija sa institucijama, posebno onima iz sektora
bezbednosti, dugoro¢no otezana i da se njihova zatvorenost progresivno povecava jo$ od
2016. godine. Prema oceni organizacija civilnog drustva, nekadasnja saradnja bila je bolja
dok su u institucijama radili ,,stariji kadrovi“ koji su poznavali rad civilnog sektora, redovno
prisustvovali obukama i dogadajima i imali razumevanja za potrebe organizacija i novinara.
Njihovim odlaskom nestao je i kontinuitet komunikacije, a novi kadrovi nisu uspostavili
slican model saradnje.
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Institucije u sektoru bezbednosti ocenjene su kao jedne od najzatvorenijih, sa
minimalnim nivoom spremnosti za razgovor, pruzanje informacija ili saradnju.
Organizacije navode da ¢ak i osnovni upiti esto ostaju bez odgovora.

Iz perspektive novinara, situacija je donekle razlicita u zavisnosti od personalnih
reSenja. U pojedinim ministarstvima postoji komunikacija preko sluzbi za odnose s
javnosScu, ali se istiCe da su i PR sluzbe ¢esto ogranic¢ene odlukama rukovodilaca, te u praksi
mogu da pruze samo minimalne informacije ili formalne odgovore. Isti¢u da ¢esto Salju
pitanja institucijama samo da bi zadovoljili novinarsku formu pisanja teksta, bez stvarnih
ocCekivanja da ¢e dobiti sagovornike i odgovore.

Ucesnici napominju da se kvalitet komunikacije ,,prelama*“ preko pojedinaca i njihovog
licnog odnosa prema transparentnosti, Sto stvara visok stepen nepredvidivosti i
neujednacenosti.

Sveukupna ocena ucesnika jeste da je saradnja sa institucijama danas slabija nego ranije,
izrazito formalizovana i bez stvarne volje za transparentnoscu.

Postupanje institucija po zahtevima za pristup informacijama

Ucesnici intervjua ukazuju na niz ustaljenih problema u nac¢inu na koji institucije postupaju
po zahtevima za pristup informacijama od javnog znacCaja. Naj¢eSc¢e se izdvajaju sledeci
trendovi:

Ve

e Cutanje uprave predstavlja najrasprostranjeniji oblik uskracivanja informacija.
Institucije Cesto uopste ne odgovaraju na zahteve, svesne da su predvidene kazne
niske i da ne predstavljaju stvarni podsticaj za zakonito postupanje.

o Formalni odgovori bez sustine, ¢ak i kada institucije odgovore, ¢esto se dostavljaju
nepotpuni, formalni ili irelevantni odgovori koji ne sadrze trazene informacije. Na taj
nacin se ,zadovoljava forma“, ali ne i sustina prava na pristup informacijama.

e Produzavanje rokova za dobijanje odgovora na 40 dana, ¢ak i u situacijama kada
traZzene informacije nisu velikog obima.

e Odbijanje dostavljanja trazenih informacija, uz pozivanje na razne osnove za
ogranicenje pristupa, najceSée se koriste argumenti da je trazena informacija
klasifikovana kao tajna, da predstavlja poslovnu tajnu ili da njeno dostavljanje moze
ugroziti zastitu licnih podataka, Cesto i u situacijama kada takva pravna zastita nije
jasno opravdana.
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Odbijanje pristupa i pozivanje na tajnost

Imajuéi u vidu da je predmet ove analize primena Zakona o tajnosti podataka, tokom
intervjua najveéa paznja je posvecena slucajevima u kojima je tajnost koriS¢ena kao
argument za odbijanje pristupa informacijama. Sagovornici su ukazali da se u praksi javlja
zabrinjavajucéi trend prekomernog oznacavanja podataka kao tajnih, ¢esto u situacijama
gde ne postoji jasna ili zakonski opravdana potreba za takvom vrstom ograni¢enja. Na ovo
ukazuju i brojni primeri iz medija.

Jedan od ilustrativnih primera odnosi se na slu¢aj renoviranja zdanja ,,Klub poslanika*®, za
koje je drzava potroSila milionske iznose, da bi objekat potom bio dat na koriS¢enje
biznismenu Aleksandru Kajmakovi¢u. Ugovori u vezi sa tim aranZzmanom proglaseni su
L<tajnom®, iako se radi o ocigledno javnim sredstvima i javnoj imovini, gde interes za
transparentnost preteze.*

Slicno tome, Vlada Srbije je odlukom oznacila kao tajne dokumente koji se odnose na
izgradnju spomenika Stefanu Nemaniji. Cak ni visina ukupnih troskova, $to predstavlja
tipi¢an primer informacije od nesumnjivog javnog interesa, nije dostupna javnosti. lako je
prema ranijim najavama oznaka tajnosti trebalo da bude skinuta 2023. godine®*¢, do toga nije
doslo, a podaci o troSkovima ostaju nedostupni javnosti. Ovaj primer posebno ukazuje na
nedostatak doslednosti u primeni zakona, kao i na problem izostanka jasnog obrazlozenja
zbog ¢ega bi objavljivanje takve vrste informacija moglo da ugrozi bilo koji zakonom zasti¢eni
interes.

Upravo ovi slucajevi, Siroko poznati javnosti, potvrduju ono $to su sagovornici u istrazivanju
isticali: institucije neretko koriste oznaku tajnosti na nacin koji prevazilazi njenu svrhu,
¢ime se smanjuje transparentnost, slabi poverenje javnosti i otezava demokratski nadzor
nad radom organa vlasti.

Imena poslanika koji poseduju sertifikate za pristup tajnim podacima

Za potrebe pripreme godisnjih izveStaja Koalicije prEUgovor, koja prati sprovodenje obaveza
Srbije u procesu pristupanja EU u okviru klastera 1, 2023. upucen je zahtev Narodnoj
skupstini sa pitanjem o broju i imenima narodnih poslanika koji poseduju sertifikate za
pristup tajnim podacima. Ovi sertifikati su neophodni poslanicima kako bi mogli da

45 N1, Drzava potrosila milione na "Klub poslanika" pa ga dala na koriS¢enje Aci Bosancu: Detalji iz ugovora proglaseni za
"tajnu": https://nlinfo.rs/vesti/drzava-potrosila-milione-na-klub-poslanika-pa-ga-dala-na-Kkoriscenje-aci-bosancu-
detalji-iz-ugovora-proglaseni-za-tajnu/

46 N1, Koliko koSta spomenik Stefanu Nemanyji i dalje tajna: U ¢ijem je interesu da se cena Kkrije:

https://nlinfo.rs /vesti/koliko-kosta-spomenik-stefanu-nemanji-i-dalje-tajna-u-cijem-je-interesu-da-se-cena-krije /
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razmatraju izvesStaje bezbednosnih sluzbi, nadziru troSenje budzeta i planiraju kontrolne
posete, i neophodni su za rad ¢lanova skupstinskih odbora nadleznih za sektor bezbednosti.

U svom odgovoru, Narodna skupstina je dostavila samo broj poslanika sa sertifikatima, ali
ne i njihova imena.*”” Ovde je potrebno istaéi i da je Kancelarija Saveta za nacionalnu
bezbednost i zastitu tajnih podataka na isti zahtev za pristup informacijama, odgovorila
identicno, odnosno nije dostavila informacije o imenima poslanika koji imaju sertifikat.*

Istovetni zahtev je, ranije 2019. uputila i organizacija Beogradski centar za bezbednosnu
politiku (BCBP), koja je dobila isti odgovor. U obrazloZenju odgovora iz 2019. godine®,
Narodna skupstina je navela:

“Navodimo da je prema ¢lanu 35. stavu 1. i 2. Zakona o tajnosti podataka dostavljanje tajnih
podataka moguce iskljucivo ovlas¢enim licima koja poseduju sertifikat za pristup podacima
oznacenim stepenom tajnosti kao i da spisak narodnih poslanika sa traZzenim podacima
nismo u mogudénosti da dostavimo i na osnovu Zakona o zaStiti podataka o licnosti.”

Ukoliko ovaj odgovor razmotrimo, a na osnovu svega Sto je izneto u ovoj analizi moze se
zakljuciti da Narodna skupsStina nije pravilno postupila po ovom zahtevu. Suprotno
obavezama iz ZoSPIJZ, SkupStina nije ukazala na konkretnu odluku o tajnosti ove evidencije,
niti je obrazloZila na koji nacin bi objavljivanje ovih informacija povredilo druge zasti¢ene
interese (tajnost ili privatnost), a $to je neophodno dokazati u slu¢aju da se pravo na pristup
informacijama ograni¢ava. Imajucéi u vidu ustavnu ulogu i nadleznosti narodnih poslanika u
vr§enju demokratskog nadzora, ove informacije moraju biti javne kako bi se osiguralo
transparentno i odgovorno funkcionisanje parlamentarnog nadzora nad sektorom
bezbednosti.

Objavljivanje tajnih podataka u medijima od strane visokih funkcionera

Intervjuima je pokrenuto i pitanje Sta se deSava kada visoki javnih funkcioneri iznose u
javnost podatke koji su oznaCeni nekim stepenom tajnosti. Takav slucaj je bio i kada je
predsednik drZzave prilikom gostovanja u emisiji ,Novo jutro“ na TV Pink dana 1. 8. 2019.%°

47 Jzvestaj koalicije prEUgovor o napretku Srbije u klasteru 1 - maj 2023, str 32: https://www.preugovor.org/Alarm-
izvestaji/1809 /Izvestaj-koalicije-prEUgovor-o-napretku-Srbije-u.shtml

48 Jzvestaj koalicije prEUgovor o napretku Srbije u klasteru 1 - maj 2023, str 32: https://www.preugovor.org/Alarm-
izvestaji/1809 /Izvestaj-koalicije-prEUgovor-o-napretku-Srbije-u.shtml

49 Odgovor na zahtev za pristup informacijama od javnog znacaja, Narodne skupstine br: 21 broj 9-447/19, od
21.03.20109.

50 N1, Vuci¢ prekrsio zakon - jo$ nema odgovora N1 o skidanju oznake "drzavna tajna", (u tekstu se nalazi sporno tv
gostovanje): https://nlinfo.rs/vesti/a523957-Vucic-prekrsio-zakon-jos-nema-odgovora-N1-o-skidanju-oznake-drzavna-

tajna/
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godine javno izneo podatke o prisluskivanju, koji su se odnosili i na njega- dokument koji je
nastao u radu BIA, odnosno resora Drzavne bezbednosti. Na televizijskom snimku se jasno
videlo da dokumenta nose oznaku ,DRZAVNA TAIJNA“ U kasnijem obraéanju javnosti,
03.8.2019. godine, predsednik je rekao ,,da je kao ovlaséeno lice skinuo oznaku tajnosti, jer
su podaci u interesu javnosti“. U ovom sluCaju jedna organizacija je podnela zahtev za
pristup informacijama Bezbednosno- informativnoj agenciji kako bi utvrdila da li je postupak
skidanja tajnosti sproveden u skladu sa Zakon o tajnosti podataka, ali BIA nije odgovorila na
zahtev.

U poglavlju o praksi Poverenika ve¢ je pomenut slucaj u kojem je MUP odbio da dostavi
sistematizaciju radnih mesta, pozivajuci se na tajnost. Veoma slican odgovor dobili su i
novinari u martu 2023, koji su od Ministarstva odbrane trazili podatke o isplatamaiimenima
savetnika u Ministarstvu odbrane. U odgovoru®® kojim se odbija pristup trazenim
informacijama, Ministarstvo je navelo da je Pravilnik o uredenju i sistematizaciji radnih
mesta u Ministarstvu odbrane oznac¢en odredenim stepenom tajnosti, buduéi da njegov
sastavni deo Cine podaci o formacijama i profesionalnim pripadnicima Vojske Srbije. U
odgovoru je takode navedeno da Ministarstvo redovno azurira Informator o radu.

Medutim, kako su potvrdili sami novinari, ali i kako je utvrdeno tokom ovog istrazivanja,
podaci koji su trazeni se ne nalaze u Informatoru o radu. Posebno je znacCajno istac¢ida su i
Partneri Srbija dobili gotovo identi¢an odgovor na zahtev za pristup informacijama kojim je
trazena informacija o broju zaposlenih u Ministarstvu odbrane, u martu 2025.%2 Uporednom
analizom ova dva odgovora ustanovljeno je da se organ u oba slucaja koristio gotovo istim
formulacijama: pozivanje na tajnost Pravilnika o sistematizaciji radnih mesta i upucivanje na
Informator o radu. Ministarstvo odbrane je u oba slu¢aju propustilo da donese obrazlozeno
reSenje o odbijanju zahteva. U oba odgovora izostalo je bilo kakvo obrazloZenja o tome kako
bi dostavljanje trazenih informacija moglo da ugrozi interese zasticene oznakom tajnosti.
Ministarstvo je u oba slucaju odbilo i da primeni nacelo razdvajanja podataka, odnosno
obavezu da se iz dokumenta izdvoje informacije koje same po sebi ne mogu da proizvedu
Stetu po zasti¢eni interes, dok preostali sadrZzaj nastavlja da uziva odgovarajucu zastitu.

Na osnovu ova dva odgovora moze se zakljuciti da Ministarstvo odbrane primenjuje iste
nezakonite prakse pri odgovaranju na zahteve za pristup informacijama od javnog znacaja.

51 Ministarstvo odbrane, dopis br. 128-9/23, od 30.03.2023.
52 Ministarstvo odbrane, dopis br. 199-4/25, od 15.04.2025.
Povodom ovog odgovora Partneri Srbija su izjavili Zalbu Povereniku, a postupak je i dalje u toku,
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Takvo postupanje direktno dovodi do umanjenja transparentnosti i predstavlja nesrazmerno
ograniCenje prava javnosti da zna.

Pravna zastita i postupanje institucija po reSenjima Poverenika

Sagovornici su ukazali da je pravna zaStita u oblasti pristupa informacijama o radu institucija
formalno postojeca, ali u praksi cesto ne obezbeduje efikasnu i blagovremenu zastitu
prava trazilacainformacija. SvedocCenjaispitanika ukazuju da postupci po Zzalbama neretko
traju mesecima, pa Cak i viSe godina, Sto bitno umanjuje svrhu ovog mehanizma i
obeshrabruje trazioce informacija da izjave zalbe naroc¢ito kada se radi o podacima koji su
vremenski osetljivi.

Znacajan broj sagovornika skrenuo je paznju na to da Poverenik, umesto da meritorno odluci
o zahtevu, §to mu ZoSPIJZ omogucava, ¢esto donosi reSenja kojima vra¢a predmet organu
vlasti na ponovno odlucivanje. U mnogim slucajevima organ potom ponavlja identi¢an
odgovor, pa sledi novo ulaganje Zalbe i novi postupak pred Poverenikom. Postoje slucajevi u
kojima je Poverenik dva puta uzastopno vradao predmet istom organu na ponovno
odlucivanje, iako je iz okolnosti predmeta bilo jasno da organ neée postupiti u skladu sa
zakonom i da bi meritorno odlucivanje bilo jedino delotvorno reSenje.

Ovakva praksa stvara zacarani krug neefikasnosti i dodatno otezava ostvarivanje prava na
pristup informacijama, jer institucije fakticki ne snose posledice nezakonitog postupanja, a
traZzene informacije gube relevantnost. Sagovornici su ocenili da takav pristup obeshrabruje
gradane, novinare i organizacije civilnog drustva da koriste mehanizme za zaStitu prava na
pristup informacijama, jer se postupak moze pretvoriti u dugotrajnuiiscrpljujuc¢u proceduru
bez jasnog ishoda.

Uticaj nedostupnosti informacija na rad organizacija i novinara

Sagovornici su istakli da nedostupnost informacija i praksa prekomernog oznacavanja
podataka kao tajnih imaju direktan i veoma negativan uticaj na rad organizacija civilnog
drusStva i novinara. U istrazivackom radu, pravovremeni pristup informacijama predstavlja
osnovni preduslov za kvalitetno izveStavanje, kontrolu rada institucija i otkrivanje
nepravilnosti. Kada institucije uskrac¢uju pristup informacijama ili odugovlace odlucivanje,
posledice su viSestruke: smanjuje se transparentnost javnih politika, otezava otkrivanje
nepravilnostii korupcije i slabi poverenje gradana u institucije.
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Zakljucak

Analiza normativnog okvira, institucionalne prakse i iskustava civilnog sektora i novinara
pokazuje da Zakon o tajnosti podataka, iako je formalno zasnovan na savremenim
standardima zaStite tajnih podataka, u praksi ne obezbeduje uravnotezen sistem koji
jednako Stiti legitimne bezbednosne interese drzave i pravo javnosti da zna. Umesto da
tajnost bude usko definisan, strogo ograniéen izuzetak, ona je u Srbiji slabo
kontrolisano sredstvo ogranicavanja pristupa informacijama od javnog znacaja.

Normativno, kljuéni problemi su neprecizno i preSiroko definisanje pojma tajnih
podataka, kriterijuma za klasifikaciju i nepostojanje nadzora nad primenom Zakona o
tajnosti podataka. Problem predstavijaju i kaznene odredbe, koje ne prepoznaju
nezakonito oznacavanje podataka kao tajnih niti zloupotrebe u postupku klasifikacije kao
radnje jednako ozbiljne onima koje se odnose na neovlaséeno odavanje tajnih podataka. U
vazeéem okviru u potpunosti izostaju kriviéne ili bilo kakve ozbiljnije pravne posledice
za organ ili pojedinca koji nezakonito, neopravdano ili zloupotrebljavajuéi ovlaséenja
proglase podatke tajnim. Time se zanemaruje Cinjenica da neosnovana klasifikacija moze
proizvesti jednako teske posledice po javni interes.

Dodatan nedostatak Zakona je i prepustanje da se materija zakona u velikom delu uredi
podzakonskim aktima. Prekomerna razudenost normativnih akata dovodi do pravne
nesigurnosti i otezava doslednu primenu zakona, jer se klju¢ni elementi zakona ukljucujudi
kriterijume za klasifikaciju, postupke procene i zastite tajnih podataka, postupci interne
kontrole, i dr. izmesStaju u uredbe i pravilnike. Time se omogucava da se kroz podzakonske
akte ureduje materija koja bi morala biti u domenu zakonodavne vlasti. Ovo ujedno podriva
demokratski i participativni proces izrade javnih politika, jer donoSenje i izmena
podzakonskih akata ne zahtevaju javnu raspravu, ukljucivanje javnosti niti parlamentarnu
raspravu, vec se sprovode isklju¢ivo voljom izvrSne vlasti.

Definicije i kriterijumi za klasifikaciju poput ,podatak od interesa za Republiku Srbiju®, kao i
opsti pojmovi ,Stete“ i ,ugrozavanja interesa“, ostavljaju Sirok prostor za arbitrarno
tumacenje. Posebno problemati¢na je kategorija ,,INTERNO®, koja je u praksi ¢esto mesto
»parkiranja®“ informacija koje po medunarodnim standardima ne bi trebalo da budu tajne,
veé samo administrativno ograni¢ene, ako uopste.

Nadzor nad primenom Zakona pokazao se kao najslabija karika sistema. Ministarstvo
pravde, koje je zakonom odredeno kao kljuéni nadzorni organ, u praksi veé godinama
fakticki ne vrsi nadzor. Zbog toga u praksi niko ne kontroliSe postupanje institucija u ovoj
oblasti. Istovremeno, Kancelarija Saveta za nacionalnu bezbednost i zastitu tajnih podataka,
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koja ima najbolji pregled nad sistemom i najveée kapacitete (iako nedovoljne), nema
formalnu nadleznost da utice i bude korektiv organa javne vlasti u ovoj oblasti. Imajuci u vidu
da je ona osmi$ljena kao tehnicka i operativha kancelarija Vlade Srbije, odnosno Saveta
bezbednosti, mozda treba razmotriti u buduéim reformama njeno izdvajanje iz izvrSne vlasti
i dobijanje vecih ovlasS¢enja u ovoj oblasti.

Sudska i prekrS§ajna praksa u oblasti tajnosti gotovo da ne postoji. Podaci prikupljeni od
prekrsajnih sudova pokazuju da se prekrsajni postupci po Zakonu o tajnosti podataka
ne vode, iako zakon propisuje Sirok spektar povreda koje bi mogle biti sankcionisane.
Kriviéni postupci su retki, a izrecene kazne pretezno blage.

U takvom kontekstu, jedini stvarni mehanizam kontrole nad prekomernom tajnoSc¢u ostaje
Zzalbeni postupak pred Poverenikom. Medutim, praksa Poverenika ne obezbeduje uvek
delotvornu i blagovremenu zastitu. Zalbeni postupci éesto traju mesecima, pa i
godinama. Dodatno, Poverenik neretko vraéa predmete organima na ponovno
odlucivanje umesto da meritorno odluci i nalozi dostavljanje informacija. Ovakvo
postupanje obesmisljava pravo na pristup informacijama, posebno kada je re¢ o temama
koje su vremenski osetljive.

Dodatan problem predstavlja uvodenje rezima tajnosti kroz zakone iz oblasti sektora
bezbednosti. Ovo je sistemski problem jer se time zaobilaze opSti zakonski kriterijumi za
klasifikaciju podataka, podaci odreduju unapred tajni prema vrsti podataka, a ne prema
stvarnoj Steti koja moZe da nastane njihovim otkrivanjem, omogucava proizvoljno i
prekomerno uskrac¢ivanje informacija i ozbiljno ugrozavaju principi transparentnosti, pravne
sigurnosti i demokratskog nadzora nad sektorom bezbednosti.

Polazedi od svega navedenog, moze se zakljuciti da postojeéi rezim tajnosti podataka u Srbiji
normativno i institucionalno ne funkcioniSe: fokusiran je gotovo iskljuCivo na zastitu
»drzavnih interesa“ u uskom, tradicionalnom smislu, dok istovremeno zanemaruje zastitu
javnog interesa, ustavno nacelo transparentnosti i medunarodne standarde koji zahtevaju
strogo ogranicen, precizno definisan i nadzirani rezim tajnosti. Umesto da tajnost bude
izuzetak, u praksi ona postaje sredstvo prikrivanja informacija o troSenju javnih sredstava,
odgovornosti nosilaca javnih funkcija i radu bezbednosnog sektora.

Zbog toga je neophodna temeljna reforma Zakona o tajnosti podataka i pratecih
mehanizama, koja bi obuhvatila najmanje sledece pravce:

% preciznije definisanje pojma tajnog podatka i kriterijuma za klasifikaciju, uz
uskladivanje sa evropskim standardima i jasnim insistiranjem na tome da se tajnost
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ne moze odnositi na informacije o krSenju ljudskih prava, korupciji, zloupotrebi
ovlaséenja i troSenju javnih sredstava;

uspostavljanje funkcionalnog, nezavisnog i struénog nadzornog mehanizma;

reformu kaznenih odredbi u pravcu uvodenja ozbiljnijih sankcija, ukljuCujudéi i
krivicnu odgovornost za namerno ili sistemsko nezakonito ozna¢avanje podataka kao
tajnih;

jacanje uloge Poverenika kroz podsticanje meritornog odluka, i kraée rokove za
postupanje po zalbama;

obustavljanje prakse uvodenja tajnosti kroz sektorske zakone

normativno i prakticno jacanje nacela ,transparentnost je pravilo, tajnost
izuzetak®, uz obavezu redovne revizije klasifikacije, proaktivno objavljivanje Sto Sireg
spektra informacija i ograni¢avanje trajanja tajnosti.
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Aneks 1:Metodologija istrazivanja

IstraZivanje je sprovedeno primenom kombinovanog kvalitativnog metodoloskog pristupa,
koji obuhvata analizu pravnog okvira, prakse institucija i sudova, kao i prikupljanje podataka
odrelevantnih aktera kroz intervjue i konsultativne procese. Cilj primenjene metodologije bio
je da omogudéi sveobuhvatno sagledavanje primene Zakona o tajnosti podataka i povezanih
propisa, kao i uo¢avanje klju¢nih izazova u praksi.

1. Analiza domaceg pravnog okvira

Sprovedena je detaljna analiza vaze¢eg domacdeg zakonodavstva i podzakonskih akata koji
se odnose na oblast tajnosti podataka i transparentnosti rada institucija. Analizirani su,
Zakon o tajnosti podataka, Zakon o inspekcijskom nadzoru, zakoni koji ureduju rad i
nadleznosti organa sektora bezbednosti (Zakon o VBA i VOA, BIA, i drugi), Zakon o policiji,
Zakon o slobodnom pristupu informacijama od javnog znacaja, drugi relevantni zakoni,
uredbe i pravilnici, a koji se odnose na oblast tajnosti podataka.

2. Analiza sudske prakse, nadzora i prakse nezavisnih institucija

Za prikupljanje podataka o postupanju organa javne vlasti u vezi sa ovom oblas¢u poslati
upuceni su i zahtevi za pristup informacijama od javnog znacaja, sledeéim institucijama:

R/

+» Svim viSim sudovima u Srbiji (20 sudova);

)

>

K/
*

prekrSajnim sudovima, na uzorku koji obuhvata oko 60% ukupnog broja sudova
(27 sudova);

)

% Povereniku za informacije od javnog znacaja i zastitu podataka o licnosti (2
zahteva);

¢ Ministarstvu pravde (2 zahteva).

Cilj ove aktivnosti bio je da se utvrdi kako organi vlasti u praksi postupaju u slucajevima koji
se odnose na tajne podatke, posebno u delu kontrole, nadzora i sudske zastite.

3. Analiza sekundarnih izvora i medunarodnog normativnog okvira

Istrazivanje je ukljucilo pregled postojecéih analiza i izveStaja medunarodnih organizacija,
akademske zajednice, civilnog sektora i strucne literature. Posebna paznja posvecena je:

< praksi Evropskog suda za ljudska prava u predmetima koji se odnose na slobodu
izrazavanja, pristup informacijama i ograni¢enja zasnovana na tajnosti podataka i
zastiti nacionalne bezbednosti;

e
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% relevantnim standardima i dokumentima EU.
4. Prikupljanje informacija od organizacija civilnog drustva i novinara

U okviru istrazivanja organizovan je zatvoreni konsultativni sastanak sa ¢lanicama Koalicije
za slobodan pristup informacijama, na kojem se diskutovalo o izazovima u oblasti pristupa
informacijama od javnog znacaja, i slucajevima u kojima su organi vlasti odbijali pristup
informacijama pozivajuci se na tajnost.

Pored toga, sprovedena su i ¢etiri intervjua sa predstavnicima organizacija civilnog drustva i
istrazivackim novinarima koji se u svom radu suoCavaju sa ograniCenjima pristupa
informacijama.

Za potrebe istraZzivanja pokuSano je i organizovanje intervjua sa predstavnicima Kancelarije
saveta za nacionalnu bezbednost i zastitu tajnih podataka. Uprkos tome $to je poziv upucéen
tri puta, odgovor nije dobijen.
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